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Abstract



This white paper provides information and guidance to the Department of Energy sites on software quality and software quality assurance related to ISO (International Organization for Standardization) standards and develops awareness of ISO as a software quality assurance business driver.  This white paper includes a mapping of the Software Engineering Institute’s Capability Maturity Model Key Process Areas to ISO Standards 9000-3, 9001, and 12207 and to DOE-AL Quality Criteria, Rev. 9.
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1.	�Introduction

This white paper provides information and guidance to the Department of Energy (DOE) sites on the impact of the International Organization for Standardization (ISO) standards relating to software development and software quality assurance (SQA) and raises awareness of ISO standards as an SQA business driver for the DOE.  This paper will present an overview of the three most significant international standards on software quality and will identify the strengths and limitations of each.

1.1	Introduction to ISO

ISO was founded in 1946 to promote the development of international standards and related activities, including conformity assessment, and to facilitate the exchange of goods and services worldwide.  ISO is composed of members from over 95 countries; the United States member is the American National Standards Institute.  ISO’s work covers all areas except those related to electrical and electronic engineering, which are covered by the International Electrotechnical Commission (IEC).  The results of ISO’s technical work are published as International Standards or Guides.

The ISO standards are intended to be advisory in nature; however, the standards are currently being applied under a much broader range of conditions and circumstances. With increasing frequency, compliance with the ISO standards is being required in statement of work specifications.  Organizations are applying these standards because they believe use improves the quality and competitiveness of their products.

1.2	ISO Standards Addressing Software

The overall goal of standards is to encourage organizations interested in improving product quality to employ proven, consistent and reliable methods.  Organizations that want to be leaders in producing quality software products should be aware of international standards. Three ISO standards have been identified as significant drivers to encouraging software quality activities.

ISO 9000 series - Quality Management and Quality Assurance Standards

ISO 12207 - Software Lifecycle Processes

ISO 15504 series - Software Process Assessment



�2.	ISO 9000 Series - Quality Management and Quality Assurance Standards

2.1	Overview

In 1987, the ISO published the original ISO 9000 series of international standards on quality systems. This series, together with the terminology and definitions contained in ISO Standard 8402�, provides guidance on the selection of an appropriate quality management program for a supplier’s operations.  Since its introduction in 1987, organizations in more than 70 countries have established quality management systems based on the ISO 9000 family of international standards.

The ISO 9000 series contains generic models against which a quality management system can be audited.  They do not specify the quality criteria for a specific product.  The ISO 9000 series includes two Quality Management Guidelines (9000 and 9004) and three Quality System Models (9001, 9002, and 9003).  The two parts of the series that are applicable to software are 9000-3 and 9001.

ISO 9000-3, Quality Management and Quality Assurance Standards - Part 3: Guidelines for application of ISO 9001 to the development, supply, and maintenance of software.  This guide describes the suggested controls and methods for producing software that meet the criteria for a quality management system.  It addresses quality system framework lifecycle activities, and support activities such as configuration management.  

ISO 9001, Quality Systems - Model for Quality Assurance in Design/Development, Production, Installation and Servicing.  This is the most comprehensive standard in the series.  ISO 9001 covers all elements listed in ISO 9002 and 9003 by addressing design, development, production, installation, and servicing capabilities.  Since ISO 9001 covers product design and development, it is the standard applied to software. Because the process of developing and maintaining software is significantly different from other types of products, ISO produced the guidance document ISO 9000-3, Guidelines for the application of ISO 9001 to the development, supply and maintenance of software. ISO 9001 has emerged as the undisputed international benchmark for quality management. 

2.2	Field of Application

ISO 9001 is directed toward organizations and auditors involved in ISO 9001 certification.  ISO 9000-3 is directed toward organizations and auditors seeking guidance for application of the principles of the ISO 9000 series to SQA.  

2.3	Strengths and Limitations

ISO 9000 contains written procedures that define the basics of a quality system for product design, manufacturing, and all related activities with a strong emphasis on training, planning, and assessment.  It emphasizes corrective action and documentation, especially the keeping of records of what has been done.  It also emphasizes the concept of organizations, organizational interfaces, and how they work together. 

Certification can also be costly and time-consuming, has to be repeated every three years, and does not guarantee good processes and products.  There is no requirement to show improvement of processes, so an organization can follow the same procedures indefinitely and maintain certification.  There is a clear link between an ISO 9000 Quality Management System and the quality of the final product.  For example, if the product specification is for a poor quality product, then the ISO 9000 Quality Management System will ensure that a consistently poor product is manufactured. 



1.	�3.	ISO/IEC 12207 - Software Lifecycle Processes

3.1	Overview

ISO/IEC 12207 was approved as an international standard in 1995.  It describes five primary processes – acquisition, supply, development, maintenance, and operation.  It divides the five processes into activities, and the activities into tasks, and places requirements upon their execution.  It also specifies eight supporting processes – documentation, configuration management, quality assurance, verification, validation, joint review, audit, and problem resolution – as well as four organizational processes – management, infrastructure, improvement, and training.  These represent the processes, activities and tasks required to produce large, complex software systems.  Additionally, the standard can be tailored for an individual organization project or application.  It is also designed to be used when software is a standalone entity or is an embedded or integral part of a total system.

In general, the standard provides a framework of software lifecycle processes suitable for use from concept through retirement and provides for controlling and improving these processes.  It provides a common framework that can be used by software practitioners to create and manage software, and by software acquirers for procuring software products and services.  

The impact of ISO/IEC 12207 on DOE sites is emphasized by the fact that a joint working group of the Institute of Electrical and Electronics Engineers (IEEE) and the Electronic Industries Association (EIA) have developed an adaptation of ISO/IEC 12207 that makes sense in the context of existing practices in the United States.  In addition, government organizations are moving away from military standards to the use of industry standards. “Both government and industry agree that the commercial standards rather than military standards should be used … It is anticipated that most organizations will have a long-range goal of compliance with IEEE/EIA 12207.”  (Crosstalk, The Journal of Defense Software Engineering, July 1997)

3.2	Field of Application

This standard applies to the acquisition of systems and software products and services; to the supply, development, operation, and maintenance of software products; and to the software portion of firmware.  It is not intended for off-the-shelf software products unless incorporated into a deliverable product.

The standard is intended for use in a customer-supplier situation and may be equally applied where both parties are from the same organization or adapted for use by a single party. The situation may range from an informal agreement to a legally binding contract.  

3.3	Strengths and Limitations

ISO/IEC 12207 offers a framework for processes throughout the entire software lifecycle -- from concept through retirement.  It is especially suitable for acquisitions because it recognizes the distinct roles of acquirer and supplier. ISO/IEC 12207 does not dictate a particular lifecycle model or software development method, does not specify the details of how to perform the activities and tasks comprising the processes, and it can be tailored.  It is more compatible with modern software development methods, e.g., object-oriented methods.  It provides a set of processes and data objectives that guide adaptation of the requirements of the standard in unusual situations, and is comparable with the ISO 9000 approach to quality systems, quality management and quality assurance.  It addresses those aspects of the system definition needed to provide context for software products and services.

The standard is not intended to prescribe the name, format, or explicit content of the documents to be produced.  The standard may require development of documents of similar class or type; various plans are an example.  The standard, however, does not imply that such documents be developed or packaged separately or combined in some fashion.  These decisions are left to the user of this standard.

This standard does not prescribe a specific lifecycle model or software development method.  The users of this standard are responsible for selecting a lifecycle model for the software product and mapping the processes, activities, and tasks in this standard onto that model.  The users are also responsible for selecting and applying the software development methods and for performing the activities and tasks suitable for the software project.

The standard is not intended to be in conflict with any organization’s policies, standards, or procedures that are already in place.  However, any conflict needs to be resolved and any overriding conditions and situations need to be cited in writing as exceptions to the application of this standard.

ISO/IEC 12207 is a high-level document and leaves the details to the implementer.  It contains only light coverage of the maintenance review and acceptance activities.  Requirements are not linked to test cases.  The Auditing section does not provide strong coverage of the error correction process.  Currently, this document does not tie to software risk management. 

ISO/IEC 12207 is likely to have a significant influence on revisions to customer standards and should promote a common, internationally recognized, approach to SQA.  This could provide an incentive for consolidation of a number of disparate standards into a single contractual document.  This should in turn lead to management systems that are well suited to emerging standards for process assessment.



1.	�4.	ISO 15504 - Software Process Assessment

4.1	Overview

The United Kingdom (UK) Ministry of Defence (MOD) sponsored a study (the ImproveIT report) which served as a catalyst for focusing international attention on software process assessment as an important area for standardization.  Based on the conclusions reached by the MOD study, the British Standards Institution proposed to ISO that software process assessment be considered as an area for standardization.  In 1993, ISO approved a new work item proposal and work on ISO 15504 began.  ISO 15504 has not been approved but is currently in the process of being approved as an ISO standard.

ISO 15504 is not an assessment method. The scope of the standard is process assessment, process improvement, and capability determination.  The standard is intended to establish a common framework for expressing the process capability ratings of a 15504-conformant assessment and to provide a migration path for existing assessment models and methods wishing to become 15504-conformant.  The ISO 15504 series consists of the following:

15504-1 Software Process Assessment - Part 1: Concepts and introductory guide

15504-2 Software Process Assessment - Part 2: A reference model for processes and process capability

15504-3 Software Process Assessment - Part 3: Performing an assessment

15504-4 Software Process Assessment - Part 4: Guide to performing an assessment

15504-5 Software Process Assessment - Part 5: An assessment model and indicator

15504-6 Software Process Assessment - Part 6: Guide to qualification of assessors

15504-7 Software Process Assessment - Part 7: Guide for use in process improvement

15504-8 Software Process Assessment - Part 8: Guide for use in determining supplier process capability

15504-9 Software Process Assessment - Part 9: Vocabulary

The overall goals of the standard are to encourage organizations interested in improving product quality to employ proven, consistent and reliable methods for assessing the state of their processes and to use their assessment results as part of coherent improvement programs. The software processes to be assessed can include those required to plan, manage, monitor, control and improve the software acquisition, supply, development, operation, maintenance, supporting processes, and service support processes.

4.2	Field of Application

This standard is written to provide a public, shared reference model for assessments.  This standard has been designed to satisfy the individual needs of acquirers, suppliers and assessors from within a single source. 

This standard provides acquirers with the ability to determine the capability of software suppliers and assess the risk involved in selecting one supplier over another, and a framework that facilitates comparability of appraisal ratings from multiple assessments methods used on several software suppliers.

This standard provides suppliers with the ability to determine the current and potential capability of their own software processes, the ability to define areas and priorities for software process improvement, and a framework that defines a road map for software process improvement.

This standard provides assessors with a framework that defines all aspects of conducting assessments.

4.3	Strengths and Limitations

For at least the last ten years, the benefits of a focus on software process and the beneficial impact of software process assessments and software capability assessments have been demonstrated by the international software community.  Software assessments have been identified as a key factor for stimulating continual improvement.  

This standard provides an international framework for the assessment of software processes.  This framework encourages self-assessment, takes into account the context in which the assessed processes operate, produces a set of process ratings (a process profile) rather than a pass/fail result, addresses the adequacy of the management of the assessed processes, and is appropriate across all application domains and sizes of organization. 

If approved, much of the strength of ISO/IEC 15504 will come from its status as an international standard.  Users of existing models will need to check for compatibility with its conformance requirements, but will otherwise be free to continue to use whatever models best meet their needs.  A standardized process profile reporting format is defined in ISO/IEC 15504; this could provide a vehicle for expressing assessment results independent of the assessment approach used to generate the results.

In many ways, ISO/IEC 15504 may be too prescriptive, and conformance to this standard may be resource intensive and therefore more costly.  The success of ISO/IEC 15504 will depend upon its ability to provide a framework which accommodates existing proven assessment methods, e.g., SEI Software CMM, while at the same time providing some motivation for current and future methods to conform to the requirements which comprise the standard.



1.	�5.	Conclusions:  ISO Influences

As software continues to become increasingly pervasive in societies around the world and the consequences of software failure become apparent, there is growing recognition that a higher degree of quality is needed in software-based products.  This white paper has provided an overview of the three most significant international standards on software quality and has identified strengths and limitations of each.  The overall goal of these standards is to encourage organizations interested in improving product quality to employ consistent and reliable methods as part of their improvement programs. 

The uniform adoption of ISO and other industry standards across the DOE complex would improve software quality and the ability to perform audits and quality activities on a consistent basis. Additionally, it would provide the framework for improved communication and exchange of critical information between the Atomic Weapons Establishment (AWE) and the DOE.

The current impact of ISO standards and guides is summarized below.

5.1	Impact on DOE sites

Although ISO standards related to software are not specified by the DOE as specific contractual requirements, they have already had some impact on DOE sites.  Most DOE sites have incorporated aspects of the ISO 9000 series into their system and at least one Nuclear Weapon Complex site has applied for, and achieved, certification under ISO 9000.  An unmeasured influence exists when a contractor has been certified to ISO 9000; such certification can be, and usually is, an element in considering the appraisal plan.  For example, there may be less emphasis in the audit on an area strongly evidenced by the ISO certification.  Several such situations have occurred to date.

The need for software process assessment as a method of identifying areas for software process improvement is recognized by DOE sites and all are familiar with SEI’s Software CMM.  ISO/IEC 15504 introduces an international framework for software process assessments that will influence current assessment models such as SEI’s Software CMM.  ISO/IEC 12207 has been adopted by IEEE as an industry standard and as a replacement for the Department of Defense’s influential Mil—Std-498, often used as guidelines by DOE sites.

How much the DOE requirements that influence software quality (e.g., QC-1 and DOE 5700.6C) and the ISO standards addressed by this document overlap is demonstrated in � REF _Ref406213603 \* MERGEFORMAT �Appendix B: Comparison of Software Quality Business Drivers�.  This mapping uses SEI’s Software CMM Key Process Areas as the baseline.  In general, DOE software quality requirements are very general and allow a flexible interpretation as to which industry standards can be applied.  Besides the directives listed in Appendix B, DOE has issued the Information Architecture "Profile or Adopted Standards" document, DOE/HR-0175, which has been agreed upon by participants throughout DOE as a set of standards DOE as a whole should work toward.

5.2	Impact on UK AWE Sites

The UK AWE sites are required to be managed in accordance with ISO 9001:1994. This is a contract condition that MOD UK has placed on the managing company, Hunting-BRAE.  Since the software element of the ISO standard (ISO 9000-3) is simply a guidance document, the company is also contracted to comply with Defence Standard (DefStan) 05-95, Quality system requirements for the design, development, supply and maintenance of software, Issue 3 1995.

To meet these standards, the company has introduced a Quality Management System that addresses research, design and manufacturing activities, and that includes controls for associated software.  Following successful registration against ISO 9001, AWE is now subject to a wide range of audits to verify compliance. For software, such compliance is judged using the guidance from the British Standards Institute publication A guide to software quality management system construction and certification (the ‘TickIT Guide’ – Issue 4 due early 1998).

Compliance audits lead to a simple pass/fail result, and a possible requirement for corrective action. The value of such a reactive approach is being questioned, and both Hunting-BRAE and MOD see benefit in moving towards a scheme that encourages process improvement -- a notable omission from ISO 9001. A possible solution is a scheme that complies with ISO 15504 Software Process Assessment; an intended candidate is the evolving SEI Software CMM.  For process assessment to be successful, the software lifecycle processes need to conform to a recognized model. The UK MOD is considering whether ISO/IEC 12207 should form the basis of a future issue of DefStan 05-95. 

ISO standards continue to exert a significant influence on AWE sites. A contractual obligation to meet ISO 9001 could well extend to encompass both ISO 12207 and ISO/IEC 15504.

1.	�6.	Recommendations:  ISO influences

The development of ISO standards relating to software will continue to impact the national outlook on practices for improving software quality.  The following recommendations are made in the interest of improving software quality at all DOE sites.

SQAS should continue to track international standards in the software arena by establishing a standing committee on Software Quality Influences and update the DOE Quality Managers appropriately.

SQAS members should maintain membership with standards bodies and support development and review of proposed software standards, including seeking voting privileges on ISO software-related standards. See � REF _Ref406214881 \* MERGEFORMAT �Appendix A:  Resources� for contact information for standard bodies. 

DOE should continue to establish uniform software quality requirements for all software processes and products that will drive sites to an acceptable level.

Each site should map their site business drivers to the SEI key process areas and identify possible gaps and areas for improvement.



�7.	Appendix A:  Resources

7.1	Standards Bodies

American National Standards Institute (ANSI), 11 West 42nd Street, 13th Floor, New York, NY 10036

Phone: 212-642-4900

Web Site: http://web.ansi.org/��Institute of Electronic and Electrical Engineers (IEEE) 445 Hoes Lane, Piscataway, NJ 08855-1331

Phone: 732-562-3800

Web Sites:  http://www.ieee.org; http://computer.org/��International Organizations for Standardization (ISO), 1, rue de Varembé, Case postale 56, CH-1211 Genève 20, Switzerland

Phone: + 41 22 749 01 11

Web Site:  http://www.iso.ch/��National Institute of Science and Technology  (NIST)

Phone: 301-975-3058

Web Sites: http://www.nist.gov/��7.2	Sources for Ordering Standards

American National Standards Institute (ANSI), 11 West 42nd Street, 13th Floor, New York, NY 10036.  Phone (212-642-4900)  Fax (212-398-0023).  Information Provided: ANSI and ANSI approved industry standards; International and Foreign Standards; select draft CEN/CENELEC standards; ISO standards��American Society for Quality (ASQ), 611 East Wisconsin Ave., Milwaukee, WI 53202.  Phone (414-272-8575)��Global Professional Publications, 15 Inverness Way East, P.O. Box 1154, Englewood, CO 80150-1154.  Phone (600-854-7179)  Fax (303-792-2181).  Information Provided:  Industry standards; federal standards and specifications; military standards and specifications; international and foreign standards��National Standards Association (NSA), 1200 Quince Orchard Boulevard, Gaithersburg, MD 20878.  Phone (800-638-8094)  Fax (301-990-8378).  Information Provided: Industry standards; federal and military standards, specifications, and related documents, NATO standards, aerospace standards��7.3	Standards and Guidelines for Software Quality Practices

Capability Maturity Model for Software, Version 1.1, Technical Report CMU/SEI-93-TR-24, Paulk, M., et al., Software Engineering Institute, Pittsburgh, 1993��Department Of Energy (DOE) Software Engineering Methodology, DOE G 200.1-, U.S. Department of Energy, March 1996��IEEE Standards Collection, Software Engineering, Institute of Electrical and Electronics Engineers, Inc., 1994��Key Practices of the Capability Maturity Model, Version 1.1, Technical Report CMU/SEI-93-TR-25, Paulk, M., et. al., Software Engineering Institute, Pittsburgh, 1993��Planning for a Software Process Assessment, SQAS95-001, Software Quality Assurance Subcommittee, May 1995��Preferred Practices for Software Quality Within the Nuclear Weapons Complex, SQAS93-003, Software Quality Assurance Subcommittee, October 1993��Quality Systems – Model for Quality Assurance in Design/Development, Production, Installation, and Servicing, ISO 9001, International Organization for Standardization, Geneva, 1994��

�8.	Appendix B: Comparison of Software Quality Business Drivers

The Software Engineering Institute (SEI) introduced the concept of a process maturity framework in 1987, which evolved into the Capability Maturity Model (CMM) for Software in 1991.  The initial release of the Software CMM, version 1.0, was reviewed and used by the software community until 1993 when version 1.1 was released.  The Software CMM was designed to guide software organizations in selecting process improvement strategies by determining current process maturity and identifying the few issues most critical to software quality and process improvement.  Since that time, the Software CMM has become internationally recognized and is used to measure software capability and improve software processes.  

For this reason, the key process areas of the Software CMM were used as the basis for comparing the various DOE software quality business drivers, the three ISO standards reviewed by this document, and the IEEE software standards that dominate the U.S. industry standards.  The results of this comparison are documented in Section � REF _Ref406235875 \n �8.1�.  Section � REF _Ref406235759 \n �8.2� gives a brief description of the focus of each key process area.  

Section � REF _Ref406235875 \n �8.1� identifies the document sections that relate to each key process area.  Sections in parentheses, e.g. (3.2), imply a weak link to that key process area.  Documents included in the comparison are:

ISO 12207 - Software Lifecycle Processes

ISO 9000-3 - Quality Management and Quality Assurance Standards - Part 3: Guidelines for application of ISO 9001 to the development, supply, and maintenance of software

ISO 9001 - Quality Systems - Model for Quality Assurance in Design/Development, Production, Installation and Servicing

DefStan 05-95, Quality System requirements for the design, development, supply and maintenance of software (Issue 3 1995)

QC-1 DOE/AL Quality Criteria, Revision 9.0 2/5/98

DOE 5700.6C 8/21/91 - Quality Assurance (Now DOE G 414.1-1, Implementation Guide for use with Independent and Management Assessment requirements of 10 CFR Part 830.120 and DOE 5700.6C.)

DOE 10CFR830.120 - Quality Assurance Requirements (1997 Edition)

DOE 1330.1D- Computer Software Management dated 5/18/92

NQA-1 1994 with NQA-1a 1995 addenda, Part I, Basic Requirements for Nuclear Facilities (Draft)

NQA-1 1994 with NQA-1a 1995 addenda, Part II, Quality Assurance Requirements for Nuclear Facility Applications (Subpart 2.7 is devoted to software) (Draft)

Institute of Electrical and Electronics Engineers (IEEE) Standards - IEEE is a recognized leader in the development of standards in the United States and is included in this mapping as an additional reference point.



�8.1	Comparison of DOE Software Quality Business Drivers and SEI Software CMM Key Process Areas

SEI CMM v1.1

Key Process Areas�ISO 12207

1995�ISO 9001

1991�ISO�9000-3

1991�MOD

DefStan

05-95�QC-1

Revision 9.0

2/5/98�DOE�5700.6C

8/21/91

�DOE 10CFR�830.120�DOE�1330.1D

5/18/92�NQA-1

Part 1

Draft

1994�NQA-1

Part 2

Subpart 2.7

Draft 1994�IEEE Standards��Requirements Management�(all)

5.1.1, 5.2.4.5

5.3�4.3�5.2, 5.3�9�II.6.1��(c,1,iv)�Att. 1.2b��3.1,

6.2,

���Software �Project�Planning�5.1.1.6, 5.2.4

5.2.5.1, 5.3.1.1

6.4, 6.5, 7.1.2�4.1, 4.2,

4.3, 4.9�4.1, 4.2

5.2, 5.3

5.6, 6.5

6.6�7�II.5.0, II.6.2

III.14.0���8c, (10a)

Att. 1.1a-d��6.1�1058.1��Software �Project �Tracking/�Oversight�(5.2.4.5), (5.2.5.1), 5.2.5.3

6.6, 7.1.3�4.1�4.1�8�II.6.2, (II.6.3)���Att. 1.1a,d�����Software Subcontract Management�5.1, 5.2

6.4.2.1�4.3, 4.6,

4.7�5.2, 5.3

6.7�16�(III.4.0)�9.a.5

9.b.2.c

9.b.2.d�(c,2,iii)�8k, (10a)

��10.���Software �Quality �Assurance�5.1, (5.2.4.5)

(5.2.6.6), 6.3

�4.1, 4.2,

4.9, 4.17�4.1, 4.2

4.3, 5.2

5.3, 6.5

6.6�6, 7,17�(III 4.1), (III 4.4)

(III 4.6), (III 6.0)

III.14.0�9�(all)�8d, (10a,b)

Att. 1.1e,f

Att. 1.2f,i,l��(all)�730��Software Configuration  Management�(5.2.3.3), (5.3.1.2), 6.2

(6.6.3.1)�4.4, 4.5

4.8, 4.12

4.13, 4.14, 4.15, 4.16�5.3, 5.4

5.5, 5.6

5.7, 5.8

5.9, 5.10

6.1, 6.2

6.3�17�III.3.0, (III 1.0)

III.14.0���Att. 1.3b��5.�828,

1042��Organization Process �Focus�all���8��10�(c,2,i)�9, 10,

Att. 1.2a�(II-1)

����Organization Process �Definition�all�4.20�6.4�6�(III 2.0), (III 6.0)

(III 11.0)�(9.a.2)

9.b.1.a

9.b.2.a

Att 1�(c,1,iii)�8e, 8h, 

10, �Att. 1.2a�(II-1)����Training �Program�(5.2.4.5), 7.4�4.18�6.9��II.4.0, (III 6.2)�9.b.1.b�(c,1,ii)�Att. 1.2k�(II-2)����Integrated �Software Management�(all)

5.0, annex C�4.7�6.8�6����(8a, 8b, 8e)

Att. 1.1a

���829,

830,

1008,

1016,

1016.1��Software �Product �Engineering�(5.2.5.2), 5.3

6.1�4.2, 4.4,

4.5, 4.8,

4.9, 4.10,

4.11, 4.12

4.15, 4.16�4.2, 5.3,

5.4, 5.5,

5.6, 5.7,

5.8, 5.9,

6.1, 6.2,

6.3, 6.5,

6.6�10, 11

12, 13

14�(II 5.0), (II.6.2)

III.1.0, (III.2.0)

(III 5.0), (III 6.0)

(III.14.0)�9.b.1.d

9.b.2.b�(c,2,ii)�8m

Att.1.2b,e,f,

h, j, l, m, n

(Att. 1.3a,c)�(II-3) ��









��Intergroup Coordination�5.2.5.5, 5.2.5.6

(5.3.12), (5.3.13)

(6.4.1.2), (6.5.1.3)����III 1.0���8b,8i,8j,8k,

8l, 8m, 9,

Att. 1.1g,

Att. 1.2c�(II-1S - 1.3))��1028

��Peer �Reviews�5.2.6.2, 5.3.6.8

5.3.5.7, 5.3.8.6

6.6, 6.7�4.1, 4.4,

4.10, 4.16�4.1, 5.3,

5.4, 5.5,

5.6, 5.7,

5.8, 5.9,

6.3�13�(III.13.0), III.14.0�9.b.1.d�(c,2,ii)�8h,

Att. 1.1f,

Att. 1.2i�(II.3S - 1.4.2.1)  ��1061,

982.1,

982.2��Quantitative �Process Management��4.20�6.4�15�II.1.0, II.3.3

(II 5.0), II.6.3

(III 6.1), (III.7.0)���(8d, 10g)

(Att. 1.1e)��� 1298��Software �Quality Management�5.2.4.5, 5.3.1.4�4.20�6.4�15�(II 1.0), II 3.0��(c,1-2)�8d,

Att. 1.1e,f

Att. 1.2d,i,l��(all)�1298��Defect �Prevention�(5.3.1.2), 5.2.5.3

(5.2.6.3)

(6.6.1.4), 6.8�4.14�4.4�13, 15�(II 3.1), II.3.2

(II 3.3), III.14.0�9.b.1.c�����1024��Technology �Change Management�7.2�������8f, (8i)���1209��Process �Change Management�7.3���15�(II 1.0), II 3.1,

III 6.0, (III 11.0)

(III 14.0)�9.a.4

9.b.3.a��8h������8.2	SEI Software CMM Key Process Area Descriptions

Key Process Area (KPA)�Purpose��KPA.01�Requirements Management�Establishes a common understanding of the customer’s requirements between the customer and the software project.��KPA.02�Software Project Planning�Establishes reasonable plans for performing the software engineering activities and for managing the software project.��KPA.03�Software Project �Tracking and Oversight�Provides adequate visibility into actual progress so that management can take corrective actions when the software project's performance deviates significantly from the software plans.  ��KPA.04�Software Subcontract Management�Selects qualified software subcontractors and manages them effectively.  These practices cover the management of a software (only) subcontract, as well as the management of the software component of a subcontract that includes software, hardware, and possibly other system components.��KPA.05�Software Quality Assurance�Provides management with appropriate visibility into the process being used by the software project and of the products being built.  ��KPA.06�Software Configuration Management�Establishes and maintains the integrity of the products of the software project throughout the project's software lifecycle.��KPA.07�Organization Process Focus�Establishes the organizational responsibility for software process activities that improve the organization's overall software process capability. ��KPA.08�Organization Process Definition�Develops and maintains a usable set of software process assets that improve process performance across the projects and provide a basis for cumulative, long-term benefits to the organization.  ��KPA.09�Training Program�Develops the skills and knowledge of individuals so they can perform their roles effectively and efficiently.  ��KPA.10�Integrated Software Management�Integrates the software engineering and management activities into a coherent, defined software process that is tailored from the organization's standard software process and related process assets.  ��KPA.11�Software Product Engineering�Consistently performs a well-defined engineering process that integrates all the software engineering activities to produce correct, consistent software products effectively and efficiently.  ��KPA.12�Intergroup Coordination�Establishes a means for the software engineering group to participate actively with the other engineering groups so the project is better able to satisfy the customer's needs effectively and efficiently.  ��KPA.13�Peer Reviews�Removes defects from the software work products early and efficiently by a methodical examination of software work products by the producers' peers to identify defects and areas where changes are needed.  ��KPA.14�Quantitative Process Management�Controls the process performance of the software project quantitatively by taking measurements of the process performance, analyzing these measurements, and making adjustments to maintain process performance within acceptable limits.  ��KPA.15�Software Quality Management�Defines quality goals for the software products, establishes plans to achieve these goals, and monitors and adjusts the software plans, software work products, activities, and quality goals to satisfy the needs and desires of the customer and end user.  ��KPA.16�Defect Prevention�Analyzes defects that were encountered in the past and takes specific actions to prevent the occurrence of those types of defects in the future.  ��KPA.17�Technology Change Management�Identifies, selects and evaluates new technologies, and incorporates effective technologies into the organization.  The objective is to improve software quality, increase productivity, and decrease the cycle time for product development.  ��KPA.18�Process Change Management�Defines process improvement goals and, with senior management sponsorship, proactively and systematically identifies, evaluates, and implements improvements to the organization's standard software process and the projects' defined software processes on a continuous basis. ��
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