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1.0  INTRODUCTION

This written statement is intended to provide: (1) a brief discussion of the overall context of safety analysis and the effects of code quality (see the attachment) on safety; (2) a brief review of the Defense Nuclear Facility Safety Board (Board) issues on Software Quality Assurance (SQA); (3) a summary of the major findings from the Departmental Survey on SQA policies, requirements, practices, and procedures at each site; (4) the status of those action items pertaining to safety analysis codes and Instrumentation and Control (I&C) software; and (5) an integrated path forward on the I&C software issues.

2.0  BACKGROUND

 SEQ CHAPTER \h \r 1Two core functions of Integrated Safety Management are (1) analyze hazards, and (2) identify/design effective controls to prevent and/or mitigate postulated accidents.  DOE contractors who prepare design and safety basis documents rely on computer software to perform these tasks, particularly for those facilities and operations that are more hazardous and complex.  Software is also used in I&C systems that can directly or indirectly affect the performance of intended safety functions.  Thus, to varying degrees, depending on a specific role and function of the software being applied, the safety posture of DOE nuclear facilities is dependent on the quality of the underlying analyses and I&C software. 

 SEQ CHAPTER \h \r 1In January 2000, DNFSB/TECHNICAL REPORT-25, Quality Assurance for Safety-Related Software at the Department of Energy Defense Nuclear Facilities, identified several deficient areas in safety-related software at DOE defense nuclear facilities, and the Board asked DOE for a plan of action to correct them.   SEQ CHAPTER \h \r 1On October 3, 2000, the Department issued its response report containing a set of action items.  The Board found it not sufficiently responsive to its concerns, as documented in their letter on October 23.  DOE established a Safety Analysis Software Group (SASG) chaired by NNSA/DP (Dae Chung) to enhance some of the action items and to carry out several key action items related to safety analysis codes and I&C software. 

3.0  REVIEW OF DNFSB ISSUES 

TECH -25 identified deficiencies in SQA for the following: both safety analytical codes and I&C software in terms of a lack of clear guidance; supporting infrastructure; training of the safety analysts; and oversight.  Specifically, it examined DOE infrastructure, use of accident analysis software, and I&C software.  With regard to infrastructure, the Board's principal finding was that there is a disconnect between facility operations (those organizations tasked to perform safety analysis) and formal software QA oversight and support.  This precludes an integrated, systems approach to attaining quality safety analysis and defensible safety envelope (i.e., safety controls) desired for integrated safety management.

Furthermore, the Board indicated that thorough and effective approaches for assuring software quality, and the appropriate use of that software are imperative.  In particular, the Board stated that SQA applied to safety analysis support and I&C system functions should assure that:

· Numerical models are a valid representation of the physical phenomena of interest for the appropriate variables and within a defined applicable range (verification).

· Fundamental data used in particular software are appropriate for the intended function.

· Results obtained when using the code within its established range of applicability are in reasonable agreement with available experimental benchmark data, other reference phenomenological data, alternative computer model predictions, or other independent data applicable (validation).

· Modifications of and improvements to software are tracked and documented in a central registry so that users will be aware of changes, physical and mathematical assumptions, and limitations of their analyses.

· Computer models are properly executed by safety analysts to support the authorization basis of the facility, and the safety envelope is understood and appropriately interpreted.  This understanding subsequently provides confidence that identified control sets are sufficient and the safety basis is conservative.

· Principles comprising an acceptable set of applicable SQA standards flow down and are implemented in actual I&C systems.

The Board stated it was not appropriate that all safety analysis and process control software undergo a program to upgrade the SQA level.  Specifically, they stated the role of the software, the nature of the facility, and the site-specific requirements should be considered to determine the appropriate SQA level.  However, the Board felt software upgrades should be explored particularly for software that is widely applied in support of authorization basis documentation of DOE nuclear facilities.

In this regard, the Board suggested the establishment of a set of computer software under configuration control managed by a maintenance organization as part of a “toolbox.”  The toolbox codes are, in principle, a small number of standard computer models having widespread use and sufficient pedigree that are maintained, managed, and distributed for implementation by a central source.  The toolbox software would constitute the top priority for focusing limited resources to upgrade pedigree, maintain, and distribute to DOE safety analysts.

4.0  SURVEY ASSESSMENT

In immediate response to TECH-25, as input to a more detailed action plan, DOE prepared a survey questionnaire for its M&O contractors and Laboratory contractor organizations.  This survey elicited specific information on: software QA policies, requirements, programs, practices, and procedures implemented locally; I&C software issues; safety analysis codes used; documentation and maintenance of such codes; and training.
The survey questionnaire was reviewed by the Department’s Field Management Council and distributed Department wide.  The survey results have been reviewed in detail by the subsequently established Safety Analysis Software Group.  That review yielded the following main confirmatory conclusions:

· there is significant variability in local implementations of software QA;

· there is a lack of DOE oversight of the contractor’s SQA program;

· there is a lack of contractor self-assessment on SQA for safety application;

· most, if not all, safety analysis codes do not have a complete verification and validation process documented;

· there is a lack of well defined training requirements for safety analysts in the use of computer codes; and

· the survey results themselves are inadequate to completely assess the issue of I&C software, which will require site-specific visits to initiate a more thorough review.
The survey quickly consolidated a great deal of information, allowing DOE to effectively baseline the relevant issues.  This, in turn, facilitated the development of effective action items.

5.0  STATUS OF DOE’S INITIATIVES AND ACTIONS

5.1  Safety Analysis Software Group

Even before receiving responses on the software QA survey transmitted to the field, DOE recognized the need for some centralized capability to act on the more technical recommendations of TECH-25.  Accordingly, DOE established a Safety Analysis Software Group (SASG).  This group is comprised of DOE line organization representatives from NNSA/DP, EH, EM, and subject matter experts at the DOE Laboratories, and M&O sites.  The membership includes expertise in safety analysis, software development, I&C software, SQA, and safety basis implementation.  

The specific charter of the SASG is to provide the following:

· a review of DOE Software Quality Assurance Survey (DOE SQA Survey);

· leadership in safety analysis, design, and I&C software issues relating to safe design and operation of DOE nuclear facilities;
· a mechanism to identify, address, and disposition major software issues that have cross-cut impact across the DOE Complex; and
· identification of support mechanisms and resource allocation from stakeholder contractors and line organizations in the Department.
As a result of the two meetings held, a number of ground rules were established.  The most significant are:

1. The proper focus of the SASG is nuclear safety, not software in general.

2. Codes used for evaluating criticality physics and potential are excluded as they have already been addressed as part of the response to DNFSB Recommendation 97-2.

3.
As regards to safety analysis codes, the focus is to identify needs and the codes available to meet those needs, define code QA status, and select codes for expedited verification and validation (V&V).

4.
Codes selected for expedited V&V will become a set of toolbox codes for DOE use.

5.
Use of toolbox codes will not be mandatory; however, such codes will provide a regulatory safe harbor vis-à-vis the issue of software QA.  

The leadership provided and expertise of the SASG are critical to addressing the concerns raised in TECH-25.  They directly address the issue of organization in terms of establishing an initial link between those who use safety software and those who maintain it, and in providing a knowledgeable foundation for suggesting practical improvements in infrastructure aimed at guidance and support.  

5.2  Remedial Actions and Status

The status of several ongoing tasks led by representatives of the SASG is described in the following sections.

5.2.1 
An initial deliverable on identification of candidate toolbox codes has been completed for review.  This deliverable consists of a review of the survey results, identification and evaluation of the software used for safety analysis by categories or phenomenological area (e.g. atmospheric dispersion, fire modeling), identification of the attributes and criteria, and selection of  toolbox codes.  The survey indicated that over two hundred computer codes are used in some manner for safety analysis purposes, and that SQA processes, procedures, and programs governing application of this software range from adequate to insufficient.  The most resource-effective strategy to employ to affect timely availability of computational tools for use to develop 10 CFR 830-compliant safety bases is the toolbox. 

In TECH-25, the DNFSB itself suggests a more narrow focus.  It mentions the concept of developing and maintaining a set of toolbox codes available to the entire DOE Complex.  The SASG seconded this opinion and proceeded accordingly.  Its objective has been to identify a small subset of codes, each of which will be considered a “safe harbor” methodology.  That is to say, the analysts using these codes would not need to present additional defense as to their pedigree, provided that they are first sufficiently qualified to use the codes and the input parameters are valid.  And from DOE’s perspective, it can concentrate its verification and validation efforts on a handful of codes.  

The initial SASG effort focused on codes in the following six phenomenological areas:  (1) fire, (2) explosions and energetic events, (3) spills, (4) in-facility transport, (5) radiological dispersion, and (6) chemical dispersion.  Criticality was excluded as the prevalent system of codes already have an appropriate software QA program and criticality codes covered by the Departmental actions taken for the DNFSB Recommendation 97-2.  The code evaluation procedure used consisted of the following steps:

1. Survey of regulatory documentation;

2. Identification of precedents and best practices, including review of the Defense Programs Accident Phenomenology and Consequence (APAC) Methodology Evaluation Program, as recommended by the DNFSB;

3. Establishing evaluation criteria, such as user friendliness, technical adequacy, and range of applicability;

4. Candidate code selection; and

5. Ranking, including use of test problems if deemed necessary.

This process is described in detail in the DOE/NNSA-DP Technical Report, Selection of Computer Codes for DOE Safety Analysis Applications (Draft, July, 2001).  The codes currently selected as toolbox candidates are:

· Fire – CFAST

· Chemical Release and Spills – ALOHA, EPICode

· In-Facility Transport – MELCOR

· Radiological Dispersion – MACCS2, GENII

· Chemical Dispersion – ALOHA, EPICode.

Selection of two codes for each category is intentional. This is done to ensure a back-up is available and that users have some capability to compare results.  Note that the redundancy is only partial in the case of the fire zone model and the leakpath factor codes, CFAST and MELCOR, respectively.  They have overlapping capabilities in only a few areas.

The SASG has defined an acceptable SQA level to be that commensurate with Quality Assurance Requirements for Computer Software for Nuclear Facility Applications, ASME NQA-1-1997 Part II, Subpart 2.7.  It is recognized that Subpart 2.7 is a “top-level” set of requirements and achieving this level of SQA requires lower level, more prescriptive guidance, including graded application and back-fit criteria.  Several of the sites, primarily Sandia National Laboratories and the Savannah River Site, have developed guidance for implementation and we plan to carefully examine their models and lessons-learned for possible use as a benchmark for other sites. 

We recognize too that the level of effort required to reach even a minimum level of SQA for each code is non-trivial.  The SASG assessment estimates an average of approximately sixteen person-months for each of the six codes.  Time and resources are limited, especially with the April 2003 deadline approaching for completing 10 CFR 830-compliant safety bases.  Thus, we plan to issue code-specific guidance reports on use of toolbox codes for support of 10 CFR 830 Safety Basis documentation, identifying applicable regimes in accident analysis, default inputs, and caveats on use.  This measure will allow nuclear facility contractors to work towards successfully meeting the deadline, aided by software that has received recognition by the SASG.  This interim phase is not meant to substitute for the minimum SQA of toolbox codes, but presents a workable strategy for code use in the near-term, especially in the overall safety analysis context described in the attachment.

5.2.2
Revision of specific DOE standards and guidance will be carried out to provide additional guidance and expectations to the safety analysis contractor for ensuring an adequate SQA pedigree in safety basis-related software.  DOE/EH-5, Office of Nuclear Safety Policy and Standards, as the Office of Primary Interest for the affected Standard and Guides, will lead the revision effort in coordination with NNSA/DP and EM.  The SASG will also provide technical support to this effort.  At this point, the major guidance that is planned for revision or addition (2.c below) are:

1. Implementation Guide for use with 10 CFR 830.120, G-830.120  

2. DOE  G 420.1-1, Nonreactor Nuclear Safety Design Criteria And Explosives Safety Criteria Guide for use with DOE O 420.1, Facility Safety
3. DOE STD-3009-94, Appendix B. (In this standard, an Appendix is planned to describe SQA requirements).

The additional guidance will reflect good SQA practices observed at the few select DOE sites based on the survey, additional site visits, and further insights gained by DNFSB staff assessments.   

We plan to study the current practices from comparable commercial nuclear and comparable federal sectors (e.g., NRC non-reactor nuclear) for possible consideration into the guidance effort.

5.2.3
Initial efforts to provide training on codes in the DOE safety analysis toolbox were initiated at the 2001 ANS/EFCOG meeting in Milwaukee.  These will be expanded on, particularly in the opportunities available for training, as the toolbox concept is further fleshed out.  A suite of software specific training courses is ultimately envisioned.

The Authorization Basis (AB) Subgroup the Energy Facility Contractors Group (EFCOG) conducts an annual Workshop each winter, and would provide a good forum to pilot several courses on the toolbox codes.  These courses will be developed in coordination with training on the Accident Analysis Guidebook, and use of the Source Term Handbook (DOE-HDBK-3010-94).  We would plan to initiate annual training of this nature at next year’s AB Workshop.


5.2.4
The SASG is reviewing a SQA backfit plan for one of the toolbox code candidates, MACCS2.  Because of its combination of relatively good documentation and wide use, the MACCS2 code has been selected as the prototype for developing a software QA backfit plan, implementing upgrade, and documenting the results as a DOE Safety Analysis Software Toolbox code.  MACCS2 has been used widely for atmospheric radiological dispersion modeling, not only for safety analysis but also for emergency planning and environmental impact analyses.  Therefore, backfitting the code with the appropriate QA pedigree is highly beneficial to the Department and to its contractors.


5.2.5
We will need to formally recognize the set of toolbox codes, set up a placement and retrieval protocol, as well as a mechanism for updating guidance.  A Central Registry needs to be developed for maintenance of the codes, dispositioning user issues, and advising safety analysts over the next few years.  Additionally, it is recommended that a permanent advisory body of NNSA, EM, and EH line organizations be formed.  The advisory body will ensure that SQA issues are recognized and managed, and that an appropriate level of oversight is provided to the Central Registry maintenance organization.  Required resources will be determined for the initial set-up of the Central Registry and subsequent maintenance efforts.


5.2.6
As discussed in the earlier response plan, our SASG-related activities are not limited to safety analysis software alone, but extend into instrumentation and control software areas.  By individual component count, a large number of I&C software are in use in the DOE Complex.  The types of systems associated with I&C software vary widely in nature, design, and vintage.  They are not amenable to the type of generic categorization used for accident analysis codes.  

I&C systems also present an additional, related complication.  DOE has no centralized database detailing such systems, their true safety importance, or how the software QA for such systems is graded.  Not all site operating organizations have such information, either.  The grading aspect is especially important in light of the fact that a single valve with a programmed microchip can constitute an I&C system.  Many of the DOE’s control systems are also for standard industrial equipment, such as ventilation fans and dampers, and can thus be quite antiquated.

To better deal with these uncertainties, the plan is to integrate I&C software aspects with the Department’s Phase I and II assessment commitments on DNFSB Recommendation 2000-2, Configuration Management, Vital Safety Systems.  With this mechanism, as well as SQA implementation and practices as an integral part of the overall assessment plan, the current state of “readiness” of safety-related I&C software can be assessed.  That is, by leveraging ongoing 2000-2 Vital Safety Systems (VSS) assessments with identification and examination of I&C software critical to operability of VSS, more complete information shall be obtained with incremental effort.  

The goal of these integrated assessments will be to analyze them for deficiencies and potential improvements for assuring software-system safety functional and performance requirements are met, and can be performed sequentially:

a.  SEQ CHAPTER \h \r 1Identify which VSS assessed as part of the Phase I assessment include software within the system boundary, and identify the function of the software.  We would attempt to determine whether the software performs a safety function in the context of system classification (Safety Class, Safety Significant, Defense-in-Depth).

b.  SEQ CHAPTER \h \r 1Review Phase I assessments for any VSS which contain software from item (a.) above and determine if Phase I assessments include appropriate information related to software QA and reliability.

c. 
 SEQ CHAPTER \h \r 1If the Phase I assessments did not appropriately address software QA and reliability, utilize the Phase I Criteria and Review Approach Document (CRAD) to assess software reliability, and submit a supplement to the existing Vital Safety System Phase I Assessment.

d. 
Develop and incorporate VSS software assessment criteria as part of the Phase II assessment plan. 

This systematic approach makes a lot more sense than an isolated review.  The review effort will identify deficiencies and potential improvements, as well as good practices and standards within the DOE Complex.

6.0  SUMMARY

Since February of this year, with the SASG leadership and assistance, the Department has made some progress towards resolving SQA issues associated with safety analysis and instrumentation and control software.  For safety analysis code aspects, a significant progress has been made toward establishing DOE Safety Analysis Toolbox codes that cover the most common accident phenomenology categories.  In the safety I&C software area, we believe that the integrated assessment effort with the DNFSB Recommendation 2000-2 activities will provide DOE and its contractors with a more systematic identification of the problems and deficiencies in VSS performance.  DOE needs continued support and commitment from its senior management to provide the necessary funding and other resource requirements to complete the remaining action items.  The following actions briefly summarize what has been planned, initiated, or in some cases completed:

· The organization of a Safety Analysis Software Group to provide direction and subject matter expertise;

· Review of a DOE SQA Survey of Programs, Procedures, and Processes;

· Identification of candidate codes for a DOE Safety Analysis Toolbox;

· Code-specific guidance on use of the candidate codes for 10 CFR 830 Safety Basis applications;

· The development of training in conjunction with the Energy Facility Contractors Group (EFCOG) Safety Analysis Working Group (SAWG), integrated with the Accident Analysis Guidebook;

· Provision for a permanent Central Registry and a Departmental Line Management Oversight mechanism; and

· Assessment of software and its associated SQA status within the context of ongoing Recommendation 2000-2 reviews of Vital Safety Systems.
A T T A C H M E N T

QUALITATIVE ANALYSIS OF THE EFFECT OF CODE QUALITY ON DOE SAFETY ANALYSIS

Introduction to DOE Safety Analysis

The Department of Energy (DOE) evaluates and approves the operation of its nuclear facilities via a safety analysis process outlined in DOE Rule, 10CFR830 – Sub Part B, DOE Order 5480.23 and DOE-STD-3009.  This safety analysis process requires the development of a Safety Analysis Report (SAR) or Documented Safety Analysis per the Rule language and includes two key analyses: (1) hazard analysis and (2) accident analysis.

The hazard analysis is the cornerstone of the DOE safety analysis process and is largely a qualitative process by which

· the hazards in the facility are identified,

· a spectrum of accidents are postulated for each hazard,

· a qualitative evaluation of accident likelihood and consequence is made, and

· all preventive and mitigative systems or controls are identified along with a qualitative measure of their importance. 

The final product of the hazard analysis gives rise to a list of which systems or controls are important to safety and therefore are designated as safety-significant.  This designation will lead to a formal commitment on the part of the facility contractor to maintain the safety function of these systems through technical safety requirements (TSRs).

The other product derived from the hazard analysis is a list of so called “derivative design-basis accidents” or DBAs.  These accidents will be examined in more detail in the accident analy​sis portion of the DOE safety process.

Accident analysis is a follow-on activity to the hazard analysis.  The focus of the DBAs is public exposure, and therefore, a quantitative calculation of dose to the maximum exposed offsite indi​vidual (MEOI) is made for each DBA.  The purpose of the dose calculations is to determine if some of the safety-significant systems identified in the hazard analysis should have their safety designation raised to safety-class.  Safety-class requires a higher degree of commitment to main​tain its safety function via increased reliability, maintenance, etc.

In addition, because accident analysis involves quantitative calculations, the calculated values may be used to establish criteria used to measure the safety function of the system on some occasions.  These criteria are referred to as safety functional requirements and include factors such as flow rates, temperature, etc.

Understanding the DOE safety process and the products derived from it is vital when evaluating the effect that tools, such as computer codes, have on the process.

Code Used in DOE Accident Analysis

The DOE has developed a standardized methodology for performing accident analysis.  The method centers on an equation referred to as the “five-factor formula.”  The five-factor formula is as follows.


Source Term = MAR * ARF * RF * DR * LPF  ,

where


MAR
= Material at Risk,


ARF
= Airborne Release Fraction,


RF
= Respirable Fraction,


DR
= Damage Ratio, and


LPF
= Leak Path Factor.

When the source term is known, it can be converted to a dose to the MEOI as follows.


Dose = Source Term * Breathing Rate * Dose Conversion Factor * /Q   ,

where  /Q = the atmospheric dispersion coefficient.

The MAR is derived from the hazard analysis and represents the identified hazardous material present in the facility available for an accident to act upon.  Therefore, it is not derived in the accident analysis but is brought forward from the HA.

The ARF and RF are based on experimental data for various impacts to the MAR.  No computer codes are used to derive these values.  Instead, the safety analyst uses his expertise and DOE guidance via the Handbook (DOE-HDBK-3010) to derive the appropriate ARF and RF.

Breathing rate is from a known, measured value, as are the dose conversion factors.  This leaves only the DR, LPF, and /Q to be calculated as part of the accident analysis.

The safety analyst may use a hand calculation or computer codes to calculate these parameters.  The computer codes chosen by the safety analyst fall into several categories.  The categories of codes are

· nuclear atmospheric dispersion codes,

· chemical atmospheric dispersion codes,

· fire modeling codes, and

· leak-path analysis codes.

The analyst will use one of these types of codes to calculate parameters such as DR, LPF, and /Q.  The effect of the quality of these codes on the overall safety analysis process can be evaluated qualitatively by examining the role that these parameters play in the overall safety process.  This is done in the next section.

Qualitative Effect of the Codes on Safety Analysis
The gross effect of the use of computer codes can be evaluated by examining their effect on the final MEOI dose values calculated as part of the accident analysis.  The values chosen or calcu​lated for each parameter in the dose equation are near the conservative tail of any distribution that would be assigned to the individual parameter.  Therefore, when each parameter is multiplied using the five-factor formula to obtain the dose, the conservatism in the calculation grows.  This large conservatism in the calculation has always provided the DOE with a comfort zone when the doses are used to make decisions regarding safety.  Even if a single value in the dose calculation were off by an order of magnitude, the resulting value would still not approach the mean value of dose if a cumulative distribution of dose also were calculated.  This is one argument for putting the overall issue of code quality in perspective.  

Each code and five-factor-formula parameter is discussed individually below.   The types of code calculations include

· nuclear atmospheric dispersion used to calculate /Q,

· chemical atmospheric dispersion used to calculate /Q,

· in-facility transport used to calculate LPF, and

· fire modeling used to calculate DR and other information.

Nuclear Atmospheric Dispersion

The most common computer codes used to calculate atmospheric dispersion for airborne nuclear particles are MACCS-2, MACCS, and GENII.  These codes have varying degrees of software quality assurance.  For the safety analyst, these codes are used only to calculate a /Q for use in the calculation of MEOI dose.  Their effect on safety then is related only to their input in selecting safety-class systems, structures, and components (SSCs).  

The selection of safety-class SSCs is an important decision, but the decision to make an SSC safety-significant is made initially in the hazard analysis.  The quality of the dose value will not affect an SSC’s being made a safety-significant SSC and having TSR coverage, only the desig​nation of safety-class and therefore possibly the pedigree of the SSC.

Atmospheric dispersion is one area where a simple bounding hand calculation can be done easily to ensure that the code calculation is not off by many orders of magnitude.  If the issue of safety-class determination is in question, a simple hand calculation may aid in the decision.

Chemical Atmospheric Dispersion

The most common chemical atmospheric dispersion code used in the DOE Complex is ALOHA.  It is used primarily to calculate an instantaneous or time-averaged concentration of a chemical downwind from an accident.  Because the DOE does not have an Evaluation Guideline for chemicals, the chemical concentration calculated is not used to distinguish safety-class desig​nation for SSCs.  Therefore, the quality of the numbers does not affect this portion of the safety process.

Occasionally, chemical concentrations are used to help set limits on chemical inventory, and this may present more of a safety implication.  When these code calculations are used to help set inventory limits, they have a direct effect on values used in TSRs and the quality of the calcula​tion may be very important.  Again, it is important to note that a hand calculation can be used to verify this value, and in most cases, surrogate values for inventory limits (such as EPA or OSHA limits) also can be used

In-Facility Transport

The most common codes used in DOE for in-facility transport are MELCOR and CONTAIN, both control-volume-type codes from the US Nuclear Regulatory Commission (NRC).  These codes are used to calculate an LPF for radionuclide releases from the point of origin to the outside of the facility.  They are used to calculate a mitigated dose for a given accident.   However, because the DOE safety process requires that an unmitigated dose (i.e., an LPF of 1.0) be used in the selection of safety-class SSCs, the dose values have no effect on safety SSC designation.

LPF values typically are not used to set functional requirements for SSCs.  Therefore, the LPF values are not used to set limits or operational requirements in TSRs.  This information indicates that although LPF calculations provide useful information to the safety analysis process, the quality of those values does not have a major effect on safety.

Fire Modeling Codes

The most common code used in the DOE Complex for modeling fire is a NIST-developed tool called CFAST.  The code is used primarily to calculate bulk room temperatures during a fire.  Fire progression is estimated from this information.  Information derived from these calculations includes such items as

· failure of fire barriers (e.g., walls, cans),

· extent of fire spread, and

· response of fire suppression (e.g., sprinklers).

The safety analyst uses fire calculations primarily to determine the damage ratio (DR).  This is done by estimating a DR from the extent of fire spread and the failure of fire barriers.  The DR then is used in calculating dose.  As before, this has a direct effect on the selection of safety-class SSCs.

The other information that may be derived from the fire modeling is input to the functional requirements of some safety SSCs or administrative controls.  Fire modeling has been used to determine combustible load limits for facilities and to set functional requirements such as sprinkler head temperatures.

The quality of the codes used to perform fire modeling could affect many decisions in the DOE safety analysis process, primarily because results could be used to determine operational limits.  The concern for fire modeling accuracy is offset by the fact that safety analysts in the DOE community typically use extremely conservative boundary conditions, such as uniform com​bustible loadings, skipping fire ramping, and using peak burn rates, etc.  These conservative assumptions provide for very conservative room temperatures and may offset quality in the room fire temperatures.

Conclusions

The lack of quality assurance of computer codes in the DOE Complex is offset by their use in DOE safety analysis.  This is because of the following.

1. The hazard analysis is the cornerstone of the DOE safety process and the primary means of designating safety-significant SSCs for which TSRs will be derived.

2. Computer codes are primarily used to determine accident consequence dose, and this value will be used only to determine the need to elevate a safety-significant SSC to a safety-class SSC.  There is a great deal of conservatism in the dose calculations because all of the parameters are chosen conservatively.  These values can be verified in most cases by using hand calculations

Greater concern for the quality assurance of computer codes used in DOE safety analysis should be expressed when the code results are used to set operational limits or system functionality.   Again, a good deal of conservatism accompanies even these types of calculation; however, the means of verifying the values is more uncertain.


