Current Profile Review:  2002


	ID #
	Standard #
	Title
	Action Proposed

1 Retire

2 Update

3 Continue
	Reason

	User

	
	
	No DOE standards have been identified in this category.
	
	

	Application

	
	
	No DOE standards have been identified in this category.
	
	

	Programming

	P1
	ANSI/ISO 9899:1990 (R1997) 
	C (Replaces FIPS PUB 160) 

ANSI/ISO/IEC 9899-1999, TECHNICAL CORRIGENDUM 1, 2001-09-01
	2
	Update recognizes the most recent issuance of the C Specification as: ANSI/ISO/IEC 9899-1999 and notes the issuance of Technical Corrigendum 1 in 2001

	P2
	ISO 1989:1985 
	COBOL (Replaces FIPS PUB 21-4) 
	3
	

	P3
	ISO/IEC 14882:1998 
	C++ 

DOE Margin note:

LANL’s Portable Expression Template Engine (PETE) provides a portable C++ framework that allows users to easily add expression-template functionality to their container classes and to easily perform complex expression manipulations. PETE is available for download. http://www.acl.lanl.gov/pete/index.html

	3
	

	P4
	ISO/IEC 1539-1:1997 
	FORTRAN (Replaces FIPS PUB 69-1) 

DOE Margin note:

The PNNL Fortran Library (a.k.a. FLIB) is a set of general purpose Fortran 90 routines for simplifying the development of programs with a batch-style input/output interface. . The PNNL Fortran Library also includes general purpose numerical routines for tasks such as (psuedo) random number generation. http://www.pnl.gov/berc/flib/

	3

with format change
	Update to include parts:

ISO/IEC 1539-1:1997/Cor 1:2001 Part 1: Base language

ISO/IEC 1539-2:2000 Part 2: Varying length character strings

ISO/IEC 1539-3:1999 Part 3: Conditional compilation

	P5
	ISO/IEC 16262:1998 
	JavaScript: ECMAScript Language Specification
	3
	

	P6
	Java™2 Platform, Standard Edition 
	Java™2 Platform, Standard Edition
	2
	UPDATE to:  JavaTM 2 Platform, Standard Edition version 1.4, February 2002.

Version 1.4 builds upon Java technology's cross-platform support and robust security model with new features and functionality, enhanced performance and scalability, and improved reliability and serviceability. Version 1.4 advances rich client application development and provides the foundation for standards-based, interoperable Web services. Version 1.4 is fully compatible with previous J2SE software releases.

	P7
	W3C WAI-WEBCONTENT-19990505 
	Web Content Accessibility Guidelines 1.0
	1
	Effective February 20, 2001, the Architectural and Transportation Barriers Compliance Board (Access Board) issued final accessibility standards for electronic and information technology covered by section 508 of the Rehabilitation Act Amendments of 1998. These standards are mandatory for Federal government agencies.

	Data Management

	DM1
	ANSI X3.135.10-1998 
	SQL Object Language Bindings (SQL/OLB)

SEE FIPS 127-2:1993  This updates the FIPS.

ISO/IEC 9075 SQL (Family of Standards)

Provides update to FIPS 127-2, Database Language Structured Query Language (SQL) and 

FIPS 193, SQL Environments.

This family of standards covers the SQL framework, online analytical processing, call-level,interface, persistent storage modules, bindings, management of external data, remote database access with security enhancements, and the framework for multimedia and application packages.
	1
	This standard has been adopted by FIPS 127-2:1993, Database Language Structure Query Language (SQL)

	DM2
	ANSI X3.50-1986 (R1997) 
	Representations for U.S. Customary, SI, and Other Units to be Used in Systems with Limited Character Sets
	3
	

	DM3
	ANSI X3.61-1986 (R1997) 
	Representation of Geographic Point Locations for Information Interchange
	3
	

	DM4
	CORBA 2.3 
	Object Management Group's Common Object Request Broker Architecture 

UPDATE to 

CORBA 2.6.1
	2
	OMG has released a new version (2.6.1) of the CORBA specification. This version includes a new chapter on Secure Interoperability. The architecture and specifications it describes help software designers and developers produce applications compliant with OMG standards for the Object Request Broker (ORB). Compliance enables production of interoperable applications based on distributed, interoperating objects. The ORB provides the mechanisms by which objects transparently make requests and receive responses. Hence, the ORB provides interoperability between applications on different machines in heterogeneous distributed environments and seamlessly interconnects multiple object systems.

http://www.omg.org/technology/documents/formal/corba_iiop.htm
http://cgi.omg.org/docs/formal/01-12-01.pdf


	DM5
	DOE-STD-4001-2000 
	Design Criteria Standard for Electronic Records Management Software Applications 

DOE-STD-4001-2000 is still current.  The DoD standard 5015.2, being revised, but hasn't been released as yet.  When it is, we will evaluate whether or not we need to issue a DOE version based on its references to DoD procedures and policies.
	3
	

	DM6
	FIPS PUB 10-4 
	Countries, Dependencies, Areas of Special Sovereignty, and Their Principal Administrative Divisions
	3
	

	DM7
	FIPS PUB 127-2:1993 
	Database Language Structured Query Language (SQL)
	3
	The ISO/IEC 9075 family of standards is large and dynamic. It may provide additional information useful in implementing this standard

	DM8
	FIPS PUB 8-6 
	Metropolitan Areas
	3
	

	DM9
	FIPS PUB 9-1 
	Congressional Districts of the United States
	3
	

	DM10
	FIPS PUB 92 
	Guidelines for Standard Occupational Classification (SOC) Codes 
	3
	

	DM11
	FIPS PUB 95-2 
	Codes for the Identification of Federal and Federally Assisted Organizations 
	3
	

	DM12
	IEEE 1320.1-1998 
	IEEE Standard for Function Modeling Language--Syntax and Semantics for IDEF0 (Replaces FIPS PUB 183)
	3
	

	DM13
	IEEE 1320.2-1998 
	IEEE Standard for Conceptual Modeling Language - Syntax and Semantics for IDEF1X97 (IDEFobject) (Replaces FIPS PUB 184)
	3
	

	DM14
	ISO 1000:1992 Amd1:1998 
	SI Units and Recommendations for the Use of their Multiples and of Certain Other Units
	3
	

	DM15
	ISO 3166-3:1999 
	Codes for Representation of Names of Countries and Their Subdivisions
	3
	

	DM16
	ISO/IEC 6523-1:1998 
	Data Interchange - Structure for the Identification of Organizations
	3

with format change
	Change title and parts to:

ISO/IEC 6523-1:1998  Structure for the identification of organizations and organization parts -- Part 1: Identification of organization identification schemes 

ISO/IEC 6523-2:1998 Structure for the identification of organizations and organization parts -- Part 2: Registration of organization identification schemes

	DM17
	JDBC
	Java™ Database Connectivity
	2
	UPDATE TO Java Database Connectivity (JDBC) 3.0 - Final Release (February 2002)

Consider adding text:

All of the JDBC 3.0 API, including both the java.sql and javax.sql packages, is bundled with the JavaTM 2 Platform, Standard Edition, version 1.4 (J2SETM).

	DM18
	ODBC
	Open Database Connectivity
	3

with format change
	Consider updating text to include the connection to MS Windows:

ODBC is the database portion of the Microsoft Windows Open Services Architecture (WOSA), an interface that allows Windows-based desktop applications to connect to multiple computing environments without rewriting the application for each platform.

	DM19
	UML 1.4
	Unified Modeling Language
	2 ?
	Is on fast track to become 

ISO/IEC DIS 19501-1 Information technology -- Unified Modeling Language (UML) -- Part 1: Specification

Standard under development 

A specification defining a graphical language for visualizing, specifying, constructing, and documenting the artifacts of distributed object systems.

In 1999 the Object Management Group (OMG) adopted UML as its standard modeling language. OMG is proposing the UML specification for international standardization, and OMG submitted UML to the ISO as an approved Publicly Available Specification (PAS) to put it on the "fast track" for standardization".

	Data Interchange

	DI1
	Adobe PostScript 3, 1999 
	PostScript
	3
	 

	DI2
	ANSI X3.124-1985 (R1996) 
	Graphical Kernel System (GKS) Functional Description (Replaces FIPS PUB 120-1)
	3
	

	DI3
	ANSI/ISO/IEC 8632 (Parts 1 - 4) 
	Computer Graphics Metafile for the Storage and Transfer of Picture Description Information Parts 1-4 (Replaces FIPS PUB 128-2) 

ISO/IEC 8632-1:1999

Part 1: Functional specification

ANSI/ISO/IEC 8632-2-1992/AM2-1995 Part 2: Character Encoding

ISO/IEC 8632-3:1999

Part 3: Binary encoding

ISO/IEC 8632-4:1999

Part 4: Clear text encoding
	2
	Update recognizes the most recent issuance of this specification and clarifies its parts.

	DI4
	ANSI/ISO/IEC 9592-1:1997 
	Programmer's Hierarchical Interactive Graphics System (PHIGS) Functional Description
	3

with format change
	Change description to note that this is a family of standards:

ISO/IEC 9592-1:1997 Part 1: Functional Description

ISO/IEC 9592-2:1997 Part 2: Archive File Format

ISO/IEC 9592-3:1997 Part 3: Specification For Clear Text Encoding for Archive File 

ANSI/ISO 9592-4-1992 Part 4 Plus Lumiere and Surfaces, PHIGS PLUS 

	DI5
	ANSI/NISO Z39.2-1994 
	Information Interchange Format (Updates ANSI Z39.2-1985)
	2
	Update recognizes the reaffirmation of this specification:

ANSI/NISO Z39.2 - 1994 (R2001) 

	DI6
	ANSI/NISO/ISO 12083-1995 
	Electronic Manuscript Preparation and Markup (Updates ANSI Z39.59-1988)
	3
	

	DI7
	ANSI/US PRO/IPO 100-1996 
	Initial Graphics Exchange Specification (IGES) (Replaces FIPS PUB 177-1) 
	3
	

	DI8
	DMA 1.0 
	Document Management Alliance (DMA) 
	1
	The DMA standard received limited implementation and was overtaken by XML developments.

	DI9
	EIA/IS 106 (1994) 
	CASE Data Interchange Format (Updates EIA/CDIF
	3 with format change
	CHANGE TO

EIA/IS 106-115, 118 (Family of Standards) 

This family of standards assists vendors and users of Computer Aidd Software Engineering (CASE) tools…

	DI10
	FIPS PUB 161-2 
	Electronic Data Interchange (EDI)
	3
	DOE margin note:

This standard is being overtaken by XML. It supports DOE legacy systems until they transition to modernized platforms.

	DI11
	FIPS PUB 173-1 
	Spatial Data Transfer Standard (SDTS) (DOI/USGS Specifications) 


	2
	Federal Information Processing Standard (FIPS) Publication 173, has been superseded by 

ANSI NCITS 320-1998, ratified by ANSI June 9, 1998.

	DI12


	ANSI NCITS 320-1998
	Spatial Data Transfer Standard
	
	SDTS is an extensible, flexible standard that promotes and facilitates the transfer of digital spatial data between dissimilar computer systems. The new standard describes how working only from the standard, a conforming implementation can be produced.  Smalltalk programs that conform to the standard can be produced and will have the same execution semantics on any conforming implementation.  Benefits of SDTS are: sharing of spatial data, reduction of information loss in data exchange, elimination of duplicate data acquisition, and increase in the quality and integrity of spatial data. The current version includes extensive changes to the raster capabilities. Parts 2 and 4 have not been changed from the original FIPS173-1 version except for document style. (Replaces FIPS PUB 173-1.)

	DI13
	FIPS PUB 4-2 
	Representation of Calendar Date for Information Interchange
	3
	

	DI14
	FIPS PUB 5-2 
	Codes for the Identification of the States, the District of Columbia and the Outlying Areas of the United States, and Associated Areas
	3
	

	DI15
	FIPS PUB 55 DC-3 (Revised in 1998) 
	Codes for Named Populated Places, Primary County Divisions, and Other Location Entities of the United States, Puerto Rico, and Outlying Areas
	3
	

	DI16
	FIPS PUB 6-4 
	Counties and Equivalent Entities of the United States, Its Possessions, and Associated Areas
	3
	

	DI17
	FIPS PUB 66 
	Standard Industrial Classification (SIC) Codes 

http://www.naics.com/

	2
	Update acknowledges that FIPS PUB 66 has been replaced by North American Industry Classification System (NAICS) – Revisions for 2002

	DI18
	FTR 1080A-1998 
	Video Teleconferencing Services at 56 to 1920 kbit/s 

The forthcoming FTR 1080B will encompass H.320, H.323, and T.120 and ISDN for videoconferencing.

The FTSC approved FTR 1080B at the last meeting. It may be signed by 6/14/02.
	2 or 3
	WATCH between now and SEPT

FTR 1080B-2001

Video Teleconferencing Services

Federal Telecommunications Recommendation 1080B-XXXX

Article from Washington Post

http://www.washingtontechnology.com/news/14_15/tech_features/873-2.html

	DI19
	GIF Version 89a Non-Interlaced/GIF Version 89a Interlaced 
	GIF
	3
	Note in description:

This standard is in containment to be replaced by Portable Network Graphics (PNG) Specification from the W3C.

	DI20
	HDF
	Hierarchical Data Format (HDF)
	2
	The representation of this standard in the Profile of Adopted Standards has been updated to reflect the different verions of the HDF standard.

	DI21
	HDF 4.X

HDF 5
	Hierarchical Data Format Version 4

Hierarchical Data Format 5-1.4.3, 2002

DOE MARGIN NOTE:

DOE's Advanced Simulation and Computing (ASC) Program uses HDF. ASC is accelerating the development of simulation capabilities needed to analyze and predict the performance, safety, and reliability of nuclear weapons and certify their functionality

Portions of HDF5 were developed with support from the University of California, Lawrence Livermore National Laboratory (UC LLNL)

http://www.dp.doe.gov/asc/home.htm
http://hdf.ncsa.uiuc.edu/HDF5/

	
	Developed and supported by the National Center for Supercomputing Applications (NCSA), HDF is freely available and used world-wide in many fields, including Environmental Science, Neutron Scattering, Non-Destructive Testing, and Aerospace. The HDF software includes libraries and tools for analyzing, visualizing, and converting scientific data. There are two HDF formats, HDF4.x and HDF5. These formats are completely different and NOT compatible.  HDF5 offers a library and file format for storing scientific data. It was designed to address some of the limitations of the HDF 4.x library and to address current and anticipated requirements of modern systems and applications. HDF5 is not compatible with HDF 4.x, but a conversion routine for HDF5 to HDF4 objects is available.

	DI22
	ISO 10303-1:1994 
	Product Data Representation and Exchange - Part 1: Overview and Fundamental Principles
	3

format change
	Change title to:

Product Data Representation and Exchange (family of standards)

Note in description:

This standard has multiple parts that address many applications.

	DI23
	ISO 12639:1998 
	Tagged Image File Format for Image Technology (TIFF/IT)
	3
	

	DI24
	ISO 8879:1986 (Amendment 1, 1988) 
	Standard Generalized Markup Language (SGML)
	2
	Note at end of description:

ISO issued Corrigendum 2 in 1999.

	DI25
	ISO/IEC 10918-4:1999 
	Joint Photographic Experts Group (JPEG)(Replaces IS 10918:1992)
	2
	JPEG 2000 is the target standard as DOE moves toward the “to be” IT environment.

	DI26
	BSR/ISO/IEC 15444
	Joint Photographic Experts Group (JPEG) 2000 Family of Standards

DOE Margin note:

Los Almos National Laboratory has been active in research and algorithm development in support of the ISO JPEG 2000 standard.
	
	JPEG 2000, issued by the Joint Photographic Experts Group and Joint Bi-Level Image Experts Group of the ISO in 2000, is the successor to the original JPEG standard issued more than a decade ago.  JPEG 2000 has numerous parts and is a versatile standard that supports a wide variety of image types and application areas, such as document imaging, graphic arts, remote sensing, medical imaging, photography, 3-D volumetric imagery, and 3-D data sets.  The National Aeronautics and Space Administration (NASA) is using JPEG-2000 to handle earth science data.

	DI27
	ISO/IEC 11179 (Parts 1-6) 
	Specification and Standardization of Data Elements

UPDATE PARTS 1 and 2

ISO/IEC 11179-1:1999 Part 1: Framework for the specification and standardization of data elements 

ISO/IEC 11179-2:2000 Part 2: Classification for data elements 
	2
	Part 1 was updated in 1999; Part 2 was updated in 2000.

	DI28
	ISO/IEC 12064-1:1995 
	Open Document Format: Image Applications, Simple Document Structure: Raster Graphics Content Architecture (Replaces FIPS PUB 194)
	3
	Change number and title:

ISO/IEC ISP 12064-1:1995 International Standardized Profile FOD112 -- Open Document Format: Image Applications -- Simple Document Structure -- Raster Graphics content architecture -- Part 1: Document Application Profile (DAP)

	DI29
	ISO/IEC 13818:1996 
	General Coding of Moving Pictures and Associated Audio Information, Version 2 (MPEG) (Replaces ANSI/ISO IS11172:1992)
	2
	Reflects clarification of coverage of the MPEG family of standards.

	DI30
	MPEG
	Moving Picture Experts Group (MPEG) Family of Standards

MPEG-1 ISO/IEC 11172 (Parts 1-5) Coding of moving pictures and associated audio for digital storage media at up to about 1,5 Mbit/s

MPEG-2 ISO/IEC 13818 (9 Parts) Generic coding of moving pictures and associated audio information

MPEG-4 ISO/IEC 14496 (Parts 1-6) Coding of audio-visual objects

MPEG-7  ISO/IEC 15938-2:2002 Multimedia content description interface (parts still under development)

DOE Margin note:

Princeton Plasma Physics Laboratory (PPPL) offers downloadable Gas Puff Imaging Animations taken using the Princeton Scientific Instruments PSI-4 camera. The videos are in MPEG format and can be viewed using QuickTime Player.

http://www.pppl.gov/~szweben/C-Modvideo/cmod_video.html

	
	Since 1988, the Moving Picture Experts Group (MPEG) has produced an ever-evolving family of standards for digital media. MPEG-1 and -2 concentrate almost entirely on compression.  MPEG-4 deals with coding audio-visual objects. MPEG-7, an emerging standard, deals with content management. MPEG-1 is the standard on which Video, CD and MP3 are based.  MPEG-2 supports Digital Television set top boxes and DVD.  MPEG-4 provides the multimedia standard for the fixed and mobile web.  MPEG-7, still being developed, provides the standard for description and search of audio and visual content.  MPEG-21 began development in 2000. It will define a multimedia framework to enable transparent and augmented use of multimedia resources across a wide range of networks and devices.

	DI31
	ISO/IEC 8211:1994 
	Specification for a Data Descriptive File for Information Interchange (DDF)
	3
	

	DI32
	NETCDF
	Network Common Data Form

DOE Margin note:

The global ocean modeling effort at Los Alamos National Laboratory (LANL), as part of the DOE Climate Change Prediction Program and one of the DOE Grand Challenges, has selected netCDF as the archival format for its computational data. 

http://www.epm.ornl.gov/chammp/chammp.html
The National Center for Supercomputing Applications has incorporated the netCDF 2.3 interfaces into the latest release of their HDF software, permitting HDF tools that use this interface to be applied to netCDF datasets that are either XDR- or HDF-encoded.
	3
	

	DI33
	PDF
	Portable Document Format

http://www.adobe.com/products/acrobat/adobepdf.html

	3
	Change name to 

Adobe Portable Document Format (PDF) 

	DI34
	RTF
	Rich Text Format (RTF)
	3

with format change
	Rich Text Format (RTF) Specification, version 1.6 (1999)

The RTF Specification, developed by Microsoft Corporation, is a de facto standard that provides a format for text and graphics interchange that can be used with different output devices, operating environments, and operating systems. RTF uses the ANSI, PC-8, Macintosh, or IBM PC character set to control the representation and formatting of a document, both on the screen and in print. With the RTF Specification, documents created under different operating systems and with different software applications can be transferred between those operating systems and applications.

	DI35
	W3C REC-html40-19980424 
	Hypertext Markup Language (HTML) 4.0
	2
	The W3C has updated the HTML specification.

	DI36
	W3C REC-html401-19991224
	HTML 4.01 Specification
	
	

	DI37
	W3C REC-XML-19980210 
	Extensible Markup Language (XML)
	2
	The W3C has updated the XML specification

	DI38
	W3C REC-xml-20001006
	Extensible Markup Language (XML) 1.0 Second Edition
	
	

	Network

	N1
	ANSI T1.219-1991 (R1998) 
	Telecommunications – Integrated Services Digital Network - Overview and Principles (Replaces FIPS PUB 182) 

DOE margin note:

In DOE, ISDN supports video transmission.  DOE’s new Secure Telephone Units (STUIIIs) are ISDN capable.  
	3 with format change
	CHANGE TITLE TO: Integrated Services Digital Network - Overview and Principles (Replaces FIPS PUB 182 – withdrawn Feb 2000)

	N2
	ANSI/NISO Z39.50-1995 
	Information Retrieval (Z39.50) Application Service Definition and Protocol Specification
	
	

	N3
	HTTP V1.1 
	Hypertext Transfer Protocol (HTTP) Version 1.1
	3
	

	N4
	IEEE 1224.1-1993 
	Information Technology X.400-Based Electronic Messaging Application Program Interfaces (API) Language Independent
	3
	DOE Margin note:

DOE has very limited use of X.400 in the current unclassified e-mail environment.  It is primarily used as the common protocol for translating between the Lotus Notes environment and the MS Exchange environment.  As such, the API is applicable.  Although its use is limited, X.400 still is a valid standard and it could become more deployed if DOE implements a classified E-mail system based upon the DoD Defense Messaging System (DMS) which makes heavy use of X.400.

	N5
	IEEE 1224.2-1993 
	Information Technology Directory Services Application Programming Interfaces (API) Language Independent
	3
	

	N6
	IETF RFC 1777 
	Lightweight Directory Access Protocol (LDAP), Version 3, 1997 
	3

for mat change
	REMOVE 1997 date because work on this RFC continues through the present.  http://www.ietf.org/iesg/1rfc_index.txt

	N7
	IETF RFC 2045-2049 (11/96) 
	Multipurpose Internet Mail Extensions (MIME) Parts 1-5
	3
	REMOVE date from title because work continues through the present.

	N8
	IETF RFC 821 (8/82) 
	Simple Mail Transfer Protocol (SMTP)
	3
	

	N9
	IETF STD-13/RFC 1034/RFC 1035 
	Domain Names (Concepts and Facilities)/Domain Names (Implementation and Specification)
	3
	

	N10
	Internet Inter-ORB Protocol (IIOP) 
	IIOP
	3
	

	N11
	TCP/IP RFC 793 (TCP)/RFC 801 (IP Version 4) 
	Transmission Control Protocol/Internet Protocol (TCP/IP)
	3
	

	N12
	X.400 
	X.400 Message Handling Services
	3
	DOE has very limited use of X.400 in its current unclassified e-mail environment.  It is primarily used for the common protocol for translating between our Lotus Notes environment and our MS Exchange environment.  As such, the API is applicable.  Although its use is limited, it still is a valid standard and it could become more deployed if we ever implement a classified E-mail system based upon the DoD Defense Messaging System (DMS) which makes heavy use of X.400.

	N13
	XFN
	Open Group Technical Standard C403 - X/Open Federated Naming: The XFN Specification

 The X/Open Federated Naming (XFN) Specification is a flexible and abstract naming system intended for use in very diverse environments. It includes a programmatic interface and naming policies. Federated naming addresses the problem of combining disparate naming systems (such as Domain Name Service (DNS), X.500, or Unix file systems) with one common mechanism. XFN provides a framework for federating new and existing name services via a single, uniform interface.
	3
	Add date to title:

Open Group Technical Standard C403 - X/Open Federated Naming: The XFN Specification --1995

	Operating Systems

	O1
	IEEE 1003.10 
	POSIX-Based Supercomputing Applications Environment Profile 
	1
	Withdrawn by IEEE

	O2
	IEEE 1003.2 (R1997) 
	Portable Operating System Interface (POSIX) Part 2: Shell and Utilities (Replaces FIPS PUB 189) 
	1
	Withdrawn by IEEE (Incorporated into 1003.1-2001)

	O3
	IEEE 1003.9-1992 (R1997) 
	POSIX FORTRAN 77 Language Interface - Part 1: Binding for System Application Program Interface (API) 

Change Number To:

BSR/IEEE 1003.9-1992 (R1997)

(Reviewed in 1998)

BSR= Board of Standards Review
	2
	Update reflects Board of Standards Review

	O4
	IEEE 2003.1-1992 
	Test Methods for Measuring Conformance to POSIX - Part 1: System Interfaces
	3
	

	O5
	IEEE/ANSI 1003.1:1996 
	Portable Operating System Interface (POSIX) - System Application Program Interface (POSIX) - C Language (Replaces FIPS PUB 151-2)
	2
	Replaced by IEEE 1003.1-2001 which also incorporates the Single Unix Spec.

	O6
	IEEE 1003.1-2001
	Portable Operating System Interface (POSIX) 2001
	
	This standard is the single common revision to IEEE 1003.1-1996 and IEEE 1003.2-1992.  It incorporates the Base Specifications of the Open Group Single UNIX® Specification, Version 2.   It defines a standard operating system interface and environment. This standard is intended for use by applications developers and system implementors. 

	O7
	Single UNIX Specification, Version 2 
	Single UNIX Specification, Version 2
	1
	Single UNIX Specification, Version 2 UPDATE Version 3 is incorporated into IEEE 1003.1-2001, which has been added to this Profile of Adopted Standards.

	Hardware Platform

	H1
	ANSI X3.131-1994 (R1999) 
	Small Computer Systems Interface - 2 (SCSI-2)
	2
	Update to SCSI-3 improves functionality and accommodation of high-speed serial transmission.

	H2
	SCSI-3 (Family of Standards)
	Small Computer Systems Interface-3 (SCSI-3)

DOE Margin note:

Sun workstations throughout the Department use the SCSI-3 specification.
	Updates

ANSI X3.131-1994 (R1999)

SCSI-2
	The SCSI-3 specification improves functionality and accommodates high-speed serial transmission interfaces via a logically "layered" design. Layering allows the software interfaces to remain relatively unchanged while accommodating new physical interconnect schemes based upon serial interconnects such as Fibre Channel and Serial Storage Architecture (SSA).  The extensive family of SCSI-3 standards is described on the Global Engineering Documents web site: http://global.ihs.com


	H3
	ANSI/TIA/EIA-606-93 
	Administration Standard for the Telecommunications Infrastructure of Commercial Buildings (Replaces FIPS PUB 187)
	1
	This standard has not been updated to keep pace with evolving building technology.

	H4
	ANSI/TIA/EIA-607-94 
	Commercial Building Grounding and Bonding Requirements for Telecommunications (Replaces FIPS PUB 195)
	1
	This standard has not been updated to keep pace with evolving building technology.

	H5
	Energy Star® 
	Energy Star®
	3

Update Description
	Updated Description 6-19: 

Executive Order 13123 (June 1999), Greening the Government Through Efficient Energy Management, was issued to promote Federal leadership in energy management.  EnergyStar®, a labeling program that recognizes energy efficient products, has transformed the market for personal computers and other office equipment (e.g., monitors, printers, scanners, fax machines, and copiers)  via introducing power management that allows equipment to go into standby, or “sleep,” mode when not in use. According to the Environmental Protection Agency (EPA), EnergyStar® equipment could save enough electricity each year to power Vermont, New Hampshire, and Maine and reduce carbon dioxide pollution.  As part of the Administration’s energy conservation effort, the President is directing DOE and the EPA to include within the EnergyStar® program a 1-watt standard for standby power devices. The President is charging the federal government, the largest single user of energy in America, to set the standard for conserving energy by making an effort to purchase products that use no more than 1-watt in standby mode.

	H6
	FIPS PUB 159 
	Detail Specification for 62.5 Core Diameter/125 Cladding Diameter Class IA Multimode Graded-Index Optical Waveguide Fibers 
	1
	FIPS PUB 159 is being retired from the Profile of Adopted Standards because it is no longer on NIST’s active list of FIPS PUBS.

	H7
	ITU-T, Recommendation V.90, 1998 
	Digital and Analog Modems Pair Used on the Public Switched Telephone Network
	2
	Update reflects 

ITU-T V.92:Amendment 1 (July 2001)
Enhancements to Recommendation V.90.

	H8
	ITU-T V.92:Amendment 1 (July 2001)
	Enhancements to Recommendation V.90
	
	The V.92 Recommendation significantly improves the functionality of the V.90 Recommendation. It enhances V.90 with three new features (quick connect, modem-on-hold and PCM Upstream) that add convenience and performance for the modem user. QuickConnect will cut the modem handshake time in half for most calls, a significant improvement. Modem-on-Hold allows users to receive an incoming call and stay connected to the Internet, and it also works in reverse, allowing users to initiate a voice call while connected and keep the modem connection. Modem-on-Hold requires Call-Waiting service from the local phone company. PCM Upstream boosts the upstream data rates between the user and Internet Service Provide to reduce upload times for large files and email attachments. A maximum of 48 Kbps upstream rate is supported. PCM Upstream will work particularly well with new equipment such as Internet-connected digital cameras.

	Security

	S1
	ANSI X9.55-1997 
	Public Key Cryptography for the Financial Services Industry; Extensions to Public Key Certificates and Certificate Revocation Lists
	3
	

	S2
	FIPS PUB 113 
	Computer Data Authentication
	3
	

	S3
	FIPS PUB 171 
	Key Management Using ANSI X9.17
	3
	

	S4
	FIPS PUB 180-1 
	Secure Hash Standard
	3
	

	S5
	FIPS PUB 185 
	Escrowed Encryption Standard (EES)
	3
	

	S6
	FIPS PUB 186-2 
	Digital Signature Standard (DSS) (Updates FIPS PUB 180-1) 

Change To:

FIPS PUB 186-2: Change 1:2001
	2
	Reflects Change 1, issued in 2001, that provides changes for the size of the prime modulus and modifications for the random number generation techniques specified in Appendix 3 of FIPS 186-2. Provides instructions for the use of these techniques when used in contexts other than the generation of DSA keys. This change notice also provides guidance for the use of the reversible public key algorithms within legacy systems.

	S7
	FIPS PUB 190 
	Guideline for the Use of Advanced Authentication Technology Alternatives
	3
	

	S8
	FIPS PUB 192-1 
	Application Profile for the Government Information Locator Service (GILS) (Supersedes FIPS PUB 192)
	3
	

	S9
	FIPS PUB 196 
	Entity Authentication Using Public Key Cryptography 
	3
	

	S10
	FIPS PUB 46-3 (R 10/99) 
	Data Encryption Standard (DES) (Supercedes FIPS PUB 46-2 in its entirety) (Reaffirmed October 25, 1999)
	2
	REPLACED BY:

FIPS PUB 197 

Advanced Encryption Standard (AES) 

	S11
	FIPS 197
	Advanced Encryption Standard (AES)
	
	This standard became effective on May 26, 2002.  The Advanced Encryption Standard (AES) specifies a FIPS-approved cryptographic algorithm that can be used to protect electronic data. The AES algorithm is a symmetric block cipher that can encrypt (encipher) and decrypt (decipher) information. Encryption converts data to an unintelligible form called ciphertext; decrypting the ciphertext converts the data back into its original form, called plaintext. (Replaces FIPS 46-3 DES)

	S12
	FIPS PUB 74 
	Guidelines for Implementing and Using the NBS Encryption Standard

CHANGE TITLE TO:

Guidelines for Implementing and Using the NBS Data Encryption Standard
	3
	

	S13
	IETF RFC 1848 
	MIME Object Security Services (MOSS)
	3
	

	S14
	ISO/IEC 15408:1999 
	Common Criteria for Information Technology Security Evaluation (CC) Version 2.1

DOE Margin note:

For those interested in learning more about the CC standard:

Authentication Assurance Levels: A Strategy for Applying The ISO Common Criteria Standards, RT Kouzes, JR Cash, RR Hansen, and DM DeVaney, PNNL-13587, July 2001. 

http://authentication.pnl.gov/documents.asp

	3

with format change
	Change title to:

Common Criteria for Information Technology Security Evaluation (CC) Parts 1-3

Update to include parts:

ISO/IEC 15408-1:1999 Part 1: Introduction and general model  

ISO/IEC 15408-2:1999 Part 2: Security functional requirements 

ISO/IEC 15408-3:1999 Part 3: Security assurance

	S15
	ISO/IEC 9796:1991 
	Digital Signature Scheme Giving Message Recovery


	1
	Withdrawn by ISO.

	S16
	ISO/IEC 9796-2:1997 
	Digital Signature Scheme Giving Message Recovery, Part 2: Mechanism Using a Hash Function
	2
	Updated to reflect the addition of part 3:

ISO/IEC 9796-3:2000 Digital signature schemes giving message recovery -- Part 3: Discrete logarithm based mechanisms

	S17
	Kerberos, DCE-SS 1.1 
	Kerberos Network Authentication Service (V5) Generic Security Service API (GSSAPI)
	2
	This standard has been changed in the Profile of Adopted Standards to improve accuracy and reflect DOE G 205.1.1 (Guide) 03/08/2001

Cyber Security Architecture Guidelines.

	S18
	Kerberos 5
	Kerberos Network Authentication Service Version 5 Release 1.2, 2002

DOE  margin note:

An insightful article for those who would like to learn more about Kerberos:  

“A Case of Identity:Kerberos,” by Mike Perricone, Fermi News, October 18, 2001…” Increasingly, the computing solution…in these times is Kerberos, a system of "strong authentication" for computer users invented at the Massachusetts Institute of Technology, and already operating at many universities and several Department of Energy national laboratories. The list includes Fermilab, which adopted Kerberos for the CDF and DZero experiment collaboration computers during the past year, with a goal of extending the protection to the entire site by the end of 2001.”

http://www.fnal.gov/pub/ferminews/ferminews01-10-19/p3.html

	
	Kerberos is a network authentication protocol. It is designed to provide strong authentication for client/server applications by using secret-key cryptography. The Kerberos protocol uses strong cryptography so that a client can prove its identity to a server (and vice versa) across an insecure network connection. After a client and server has used Kerberos to prove their identity, they can also encrypt all of their communications to assure privacy and data integrity.  Kerberos was developed at MIT in 1987 and has matured into a stable product with widespread operating system and application support. Microsoft has based the authentication in Windows 2000 on Kerberos V5. Kerberos continues to see active development, with new releases occurring approximately twice per year.

	S19
	IETF RFC 2078
	Generic Security Service Application Program Interface (GSSAPI) Version 2, Update 1, January 2000 

DOE margin note:

Sandia’s 2001 Generalized Security Framework, by Richard J. Detry, Stephen D. Kleban, Patrick C. Moore may provide more insight into how security standards are applied. 
http://www.prod.sandia.gov/cgi-bin/techlib/access-control.pl/2001/018338.pdf
The Generalized Security Framework (GSF) consists of a set of libraries, classes, and tools that provide developers with the ability to easily secure distributed applications and collaborative environments. The GSF uses and enhances the Generic Security Services API (GSSAPI) to provide authentication, authorization, data protection, delegation, and auditing. It currently works with either DCE or Kerberos as the underlying security mechanism, and it has been designed so support for PKI can be easily added in the future. DCE/Kerberos is a scaleable, mature, robust security infrastructure embraced and accredited throughout the Nuclear Weapons Complex (NWC).
	
	The Generic Security Service Application Program Interface (GSS-API), Version 2 provides security services to callers in a generic fashion, supportable with a range of underlying mechanisms and technologies and hence allowing source-level portability of applications to different environments. This specification defines GSS-API services and primitives at a level independent of underlying mechanism and programming language environment, and is to be complemented by other, related specifications.

	S20
	DCE1.2.2 1997
	Distributed Computing Environment (DCE)
	
	DCE provides a complete Distributed Computing Environment infrastructure. It provides security services to protect and control access to data, name services that make it easy to find distributed resources, and a highly scalable model for organizing widely scattered users, services, and data. DCE runs on all major computing platforms and is designed to support distributed applications in heterogeneous hardware and software environments.

	S21
	MISPC
	Minimum Interoperability Specification for Public Key Infrastructure Components, Version 1
	2 ??
	WATCH

MISPC Version 2 is available for review and comment. The associated reference implementation underwent an upgrade and was available second quarter of fiscal year 2001. http://csrc.nist.gov/pki/mispc/


	S22
	SSL
	Secure Sockets Layer (SSL) (Replaces S-HTTP)
	2 ??
	WATCH

SSL Protocol Version 3.0, DRAFT  

http://home.netscape.com/security/techbriefs/ssl.html?cp=sciln
Digital certificates encrypt data using Secure Sockets Layer (SSL) technology, the industry-standard method for protecting web communications developed by Netscape Communications Corporation. The SSL security protocol provides data encryption, server authentication, message integrity, and optional client authentication for a TCP/IP connection. Because SSL is built into all major browsers and web servers, simply installing a digital certificate turns on their SSL capabilities.  SSL comes in two strengths, 40-bit and 128-bit, which refer to the length of the "session key" generated by every encrypted transaction. The longer the key, the more difficult it is to break the encryption code.

	S23
	X.509 Version 3 
	The Directory: Authentication Framework

Margin Note:

On February 11, 2002, the Federal CIO Council issued X.509 Certificate Policy For The Federal Bridge Certification Authority (FBCA).  This Certificate Policy (CP) defines five certificate policies for use by the Federal Bridge Certification Authority (FBCA) to facilitate Agency CA interoperability with the FBCA and with other Agency PKI domains.
	3
	

	Management

	M1
	DOE G 200.1-1A (Draft) 
	DOE Software Engineering Methodology (SEM), March 1996


	2
	

	M2
	FIPS PUB 140-2 (Draft 11/99) 
	Security Requirements for Cryptographic Modules (Will supersede FIPS PUB 140-1)  This is the new description:  This Federal Information Processing Standard (140-2) was recently approved by the Secretary of Commerce. It specifies the security requirements that will be satisfied by a cryptographic module, providing four increasing, qualitative levels intended to cover a wide range of potential applications and environments. The areas covered, related to the secure design and implementation of a cryptographic module, include specification; ports and interfaces; roles, services, and authentication; finite state model; physical security; operational environment; cryptographic key management; electromagnetic interference/electromagnetic compatibility (EMI/EMC); self-tests; design assurance; and mitigation of other attacks. 


	2
	Update reflects issuance of

FIPS PUB 140-2:2001

	M3
	IEEE 1042-1987 (R1993) 
	Guide to Software Configuration Management (Replaces ANSI/IEEE 1042-1987)
	1
	Withdrawn by IEEE

	M4
	IEEE 1387.2-1995 
	Portable Operating System Interface (POSIX) System Administration - Part 2: Software Administration
	3
	

	M5
	IEEE 828-1998 
	IEEE Standard for Software Configuration Management Plans (Updates ANSI 828-1990)
	3
	

	M6
	IETF RFC 2272 
	Simple Network Management Protocol V.3 (SNMP) 
	3
	

	M7
	ISO 10005: 1995 
	Quality Management - Guidelines for Quality Plans (Formerly ISO/DIS 9004-5)
	3
	

	M8
	ISO 9000 
	Quality Management and Quality Assurance Standards - Guidelines for Selection and Use
	Editorial change
	

	M9
	ISO 9000:2000 
	Quality Management Systems - Fundamentals and Vocabulary
	3
	Update description to present tense.

	M10
	ISO 9000-1: 1994 
	Quality Management and Quality Assurance Standards - Part 1: Guidelines for Selection and Use (to be retired)
	1
	Superseded by the ISO 9000:2000 standards.

	M11
	ISO 9000-2: 1993 
	Quality Management and Quality Assurance Standards -- Part 2: Generic Guidelines for the Application of ISO 9001, ISO 9002, and ISO 9003 (to be retired)
	1
	Superseded by the ISO 9000:2000 standards.

	M12
	ISO 9000-3: 1991 
	Quality Management and Quality Assurance Standards -- Part 3: Guidelines for the Application of ISO 9001 to the Development, Supply, Installation and Maintenance of Computer Software (Revision to ISO 9000-3: 1991) (to be retired)
	1
	Superseded by the ISO 9000:2000 standards.

	M13
	ISO 9000-4: 1993 
	Quality Management and Quality Assurance Standards -- Part 4: Guide to Dependability Program Management (to be retired)
	1
	Superseded by the ISO 9000:2000 standards.

	M14
	ISO 9001: 1994 
	Quality Systems -- Model for Quality Assurance in Design/Development, Production, Installation, and Servicing
	1
	Superseded by the ISO 9000:2000 standards.

	M15
	ISO 9001:2000 
	Quality Management Systems - Requirements
	3
	

	M16
	ISO 9002: 1994 
	Quality Systems -- Model for Quality Assurance in Production and Installation and Servicing (to be retired)
	1
	Superseded by the ISO 9000:2000 standards.

	M17
	ISO 9003: 1994 
	Quality Systems -- Model for Quality Assurance in Final Inspection and Test (to be retired)
	1
	Superseded by the ISO 9000:2000 standards.

	M18
	ISO 9004:2000 
	Quality Management Systems - Guidance for Performance Improvement
	3
	

	M19
	ISO 9004-1: 1994 
	Quality Management and Quality Systems Elements -- Part 1: Guidelines
	1
	Superseded by the ISO 9000:2000 standards.

	M20
	ISO 9004-2: 1991 
	Quality Management and Quality System Elements -- Part 2: Guidelines for Services (to be retired)
	1
	Superseded by the ISO 9000:2000 standards.

	M21
	ISO 9004-3: 1993 
	Quality Management and Quality System Elements -- Part 3: Guidelines for Processed Materials (to be retired)
	1
	Superseded by the ISO 9000:2000 standards.

	M22
	ISO 9004-4: 1993 
	Quality Management and Quality System Elements -- Part 4: Guidelines for Quality Improvement (to be retired)
	1
	Superseded by the ISO 9000:2000 standards.


23

