Instructions for OMB Circular A-11, Section 53,

AInformation Technology and E-Government@
Reporting Format/Requirements

for FY 2004 Budget Submission

The Department of Energy is required to submit an annual report on information technology to OMB  (OMB Circular A‑11, Exhibit 53, AAgency Information Technology Investment Portfolio@). Information Technology (IT) is a significant enabler, supporting business functions and accomplishment of Departmental missions.  Accordingly, it is important to identify and coordinate IT activities being planned by all elements of the Department (including Program Offices, Staff Offices, Field Offices, Laboratories, and Contractors) and report complex-wide IT activities to such external organizations as the Office of Management and Budget (OMB).  The Office of the Chief Information Officer (OCIO) provides this set of instructions and guidance.  This guidance will clearly define the common set of information to be maintained by all Departmental elements for effective IT management and reporting.

IT investments for reporting purposes include IT projects to develop new systems or capabilities; maintenance and operation of existing capabilities or infrastructure; and generalized IT management investments such as the development of enterprise architectures.  Reported IT investments include all expenditures of Departmental funds throughout the DOE complex, including laboratory and contractor facilities.  No IT investment funded by the Department shall be considered “incidental to the contract” and exempted from reporting.

tc \l1 "The Department of Energy is required to submit an annual report on information technology to OMB  (OMB Circular A‑11, Exhibit 53, AAgency Information Technology Investment Portfolio@).   Information Technology (IT) is a significant enabler, supporting business functions and accomplishing the missions of the Department.  Accordingly, it is important to identify and coordinate IT activities being planned by all elements of the Department (including Program Offices, staff offices, field offices, laboratories, and contractors) and report complexwide IT activities to such external organizations as the Office of Management and Budget (OMB).  The Office of the chief Information Officer (OCIO) and Program Offices, in coordination with field office, laboratory, and contractor representatives, will provide a single set of instructions and guidance.  This guidance will clearly define the common set of information to be maintained by all Departmental elements for effective IT planning and budgeting.  It is fully expected that information necessary for effective internal management will also satisfy OMB A-11 and OMB A-130 reporting requirements thereby streamlining IT planning and budgeting data calls throughout the complex.
The instructions listed below describe the reporting requirements and format. Worksheets are available in both Word and Excel formats for submission purposes for field elements.  Program and Staff Offices will submit Exhibit 53 data into the Information Technology Investment Portfolio system (I-TIPS).  For information on how to access I-TIPS, contact Joe Martin, IM-22, at 202-586-5020 or via e-mail (joe.martin@hq.doe.gov).

Purpose

This document provides guidance for DOE Organizations, Contractors, and Laboratories in meeting the requirements for OMB Circular A-11, Section 53, AInformation Technology and E-Government@. 

Each Federal Program Office, Staff Office, Field Office, Contractor, and Laboratory is to report FY 2004 IT cost estimates, on an investment by investment basis, in Exhibit 53 in four areas: mission area (listed in Appendix A) systems, infrastructure, architecture & planning, and grants management.  For every investment reported, both an estimated percent of costs for IT cyber security and Financial components must be provided.  Exhibit 53 highlights Financial Systems (e.g., BMIS Phoenix) as an individual mission area.  Exhibit 53 reporting should be consistent with financial management reporting required by Exhibit 52, “Information on Financial Management”.

All Field elements are to execute the Information Technology Investment Cost Summary Planning Worksheet that captures cost estimates.  The worksheet is designed to meet the reporting requirements for OMB Exhibit 53.  Excerpts from OMB Circular No. A-11, Part III, Section 53, including Exhibit 53 instructions, are provided in Appendix B.  Any questions related to these requirements should be directed to Joe Martin, IM-22, at 202-586-5020 or via e-mail (joe.martin@hq.doe.gov).

Highlights of Exhibit 53 reporting requirements are provided in the following table.

OMB EXHIBIT 53 REQUIREMENTS

Report Parts:

                     Mission Area

                     Infrastructure and Office Automation

                     Enterprise Architecture and Planning

                     Grants Management

Investment Categories:

tc \l4 "Report Categories:Major  B all investments of $2 million or more in one year; all financial systems over $500 thousand; all grants management IT investments; and all E-Government IT investments are major and must have an associated Exhibit 300 report; 

Small/Other B summary total only

Financial Mission Area:
All financial systems that round to $1 million (i.e., costing more than $500,000) are major and therefore require an Exhibit 300 report.  An example is BMIS Phoenix.  Financial systems must include a count of the number of Federal FTEs supporting the system.

Grants Management Area:

OMB has instructed Agencies that all investments identified as Grants Management are to be categorized as major.

Development vs. Steady State:
         Shown only for major investments

IT Security % of Investment
Provide an estimated percentage of the total cost for budget year associated with IT security for each investment (major or significant).  Percentages are to be rounded to the nearest 1%.  OMB expects all investments to include costs for IT security.  Some examples of IT security activities include firewall, PKI initiatives, password security, and other cyber security activities.  This list is not exhaustive. For specific Security criteria, see Appendix B.

In Part 2: “Infrastructure”, report IT security investments not directly tied to a mission area or individual investment, separately with a descriptive title for what it includes.  This could include such activities as the development of a site-wide cyber security plan.

IT Financial % of Investment:

Provide an estimated percentage of the total system obligations associated with financial management for each investment where applicable (or zero if none).  Percentages are to be rounded to the nearest 1%.  See the financial system definition (Appendix B) for a description of financial functions.

Administrative Instructions
For the FY 2004 Field Budget Call, Contractors, Laboratories and Field elements will submit their IT planning data to HQ Lead Program Secretarial Officers (LPSO) and the Office of the Chief Financial Officer (CFO), with a copy to the OCIO.  The LPSOs may provide specific guidance to their Field elements on the mechanism for providing the data.  This guidance should be followed with an e-mail notification to the OCIO that the data has been sent.  Upon receipt of this IT planning data, LPSOs will forward site data to the cognizant program office for inclusion in program level submissions.

The OCIO will provide a summary listing of baseline investments (from the FY 2003 budget submission) to each cognizant organization.  Submitters are to update, add, and delete as necessary to develop their FY 2004 submission.  Footnotes are to be provided citing additions, deletions, and any investment modification that would make it difficult for OMB to track specific investments across successive budget year reports (such as an investment name change). OMB has indicated that agencies should target having at least 50% of the IT costs in each mission area included in the major IT category and 60% overall.

For the Corporate Review Budget (CRB), LPSOs are to compile field site IT planning data into their program level submissions and submit program-wide data to the OCIO via I-TIPS.   The data submitted into I-TIPS must include all elements identified on the IT Investment Cost Summary Planning Worksheet shown in Attachment 2.  I-TIPS submission is required from each Headquarters program and staff organization. 

Detailed instructions, definitions, and reporting requirements for Exhibit 53 submissions are provided in Attachment 1.  A sample IT Investment Cost Summary Planning Worksheet is provided in Attachment 2.

The IT Investment Cost Summary Planning Worksheet is a one-page summary of the planned costs and funding source(s) for individual IT investments for prior year (PY), current year (CY), and budget year (BY).  All IT investments are to be identified as mission area, infrastructure and office automation, enterprise architecture & planning or grants management.  The worksheet is to be replicated by the responding organization so each IT investment is reported on a separate worksheet page.

The OMB identifier number referenced on the worksheet is assigned by the OCIO and will be provided on the summary listing of baseline investments for all major investments reported for the FY 2003 budget.  Worksheets submitted for the FY 2004 cycle should display the OMB identifier number provided on the baseline, if available.  For new investments, submitters must contact Doug Todak (x6-2233) in the OCIO to obtain the appropriate number.

The worksheets should be prepared using a spreadsheet package such as Excel or Microsoft Word.  Please identify the software used on the submission diskette, or in the e-mail transfer note.

ATTACHMENT 1
The Information Technology (IT) Investment Cost Summary Planning Worksheet


INSTRUCTIONS

For all Departmental Elements Including


Field Offices, Contractors, and Laboratories 


Each investment is identified as either mission area, infrastructure and office automation, enterprise architecture and planning, or grants management.  The definitions of these categories are provided in the following sections.  Each investment entry should include the investment name (title), a description that includes the site location, and a point of contact.

Individual worksheets (by investment) for each major investment—DOE has established a dollar threshold for major investments of $2 million or more in a year.  This represents a change in the dollar threshold as defined in the FY 2003 budget cycle.  The DOE definition of major IT investment has been expanded at OMB direction to include all IT E-Government investments.  To assist in identifying E-Government investments submitters should consider four categories of E-government initiatives as follows:

E-government focuses on four citizen-centered groups, each providing opportunities to transform delivery of services.

• Individuals/Citizens: Government-to-Citizens (G2C); Build easy to find, easy to use, one-stop points-of-service that make it easy for citizens to access high-quality government services.

• Businesses: Government-to-Business (G2B); Reduce government’s burden on businesses by eliminating redundant collection of data and better leveraging E-business technologies for communication.

• Intergovernmental: Government-to-Government (G2G); Make it easier for states and localities to meet reporting requirements and participate as full partners with the federal government in citizen services, while enabling better performance measurement, especially for grants. Other levels of government will see significant administrative savings and will be able to improve program delivery because more accurate data is available in a timely fashion. 

• Intra-governmental: Internal Efficiency and Effectiveness (IEE); Make better use of modern technology to reduce costs and improve quality of federal government agency administration, by using industry best practices in areas such as supply-chain management, financial management and knowledge management. Agencies will be able to improve effectiveness and efficiency, eliminating delays in processing and improving employee satisfaction and retention.
In addition to the dollar threshold and E-Government investments, OMB instructions on Exhibit 300 preparation define major IT investments as follows: “...those (investments) requiring special management attention because of their importance to the agency mission; high development, operating, or maintenance costs; high risk; high return; or their significant role in the administration of agency programs, finances, property, or other resources.” Large infrastructure investments (e.g., major purchases of personal computers or local area network improvements) should be evaluated against [“major” IT system or project] criteria… Additionally, if the project or initiative directly supports the President's Management Agenda Items, then the project meets the criteria of "high executive visibility".  Projects that are E-Government in nature or use e-business technologies must be identified as major projects regardless of the costs.” All investments should be evaluated under the above criteria to determine whether it is a major investment.

Data for FY 02 (PY), FY03 (CY), and FY04 (BY) are required.  The costs are to be subtotaled by year and entered on the worksheet ASubtotal Costs@ line.

For major investments only, total investment costs must be subtotaled by development/ modernization/enhancement and steady state costs as defined below.  Also, for major investments only, OMB has added new requirements for the FY 2004 budget cycle including identification of the Agency strategic goal supported by the investment, identification of “SMART” (Specific, Measurable, Achievable, Repeatable, Timely) performance goals and measures for the current year and budget year (two goals per year).  Performance goals/measures should be brief, one sentence is preferred.  These elements must also be included in the associated Exhibit 300 report for the major investment and the Exhibits 53 and 300 must be consistent.

For major investments only, total investment costs must be broken down between development/ modernization/enhancement cost and steady state costs as defined below.

Development/modernization/enhancement is the cost for new investments and changes or modifications to existing investments that improve capability or performance.  Costs may include costs of mandated changes, costs of project management, personnel costs, and direct support costs.

Steady state is maintenance and operation costs at current capability and performance level

including costs for personnel, maintenance of existing investments, corrective

software maintenance, voice and data communications maintenance, and replacement of broken

IT equipment.

OMB has made a change for the FY 2004 cycle, now requiring major investments identify the funding source for the planned investment costs.  The funding source is to be identified by Appropriations code for each year.  If there are more than six funding sources for a specific investment, additional worksheet lines must be added by the submitter.  All funding sources are to be subtotaled by year.  The investment funding source amounts must equal the planned costs for each reported year. For those infrastructure and/or architecture projects funded via overhead accounts, a LPSO or PSO Appropriations funding source code should be provided.

All investments identified as major, as defined above, will also require an Exhibit 300 for submission to OMB in September 2002. The Exhibit 300 reporting requirements and report format are being significantly changed for the FY 2004 budget cycle.  Preliminary guidance from OMB was received in early April 2002, and the OCIO provided that guidance to Programs as it was received.  Complete instructions for Exhibit 300 reporting can be located in the revised OMB CIRCULAR A-11, Part 3 due out in July 2002. Exhibit 300 reports submitted by the Programs will be assessed by the OCIO for A-11 compliance and reviewed against the Agency E-Government strategy.  Compliant reports will be entered into the Information Technology Investment Portfolio System (I-TIPS) for inclusion in the DOE FY 2004 IT Capital Plan and for transmittal with the Department’s FY 2004 budget request to OMB in September 2002.

Exhibit 300 reports must address the capital planning and investment control process used to manage the investment, the relationship of the investment to relevant information architectures, the risk management strategy associated with the management of the investment, and the IT security associated with the investment.  OMB has also directed that funding for new initiatives will not be provided unless the initiative is clearly identified in the enterprise architecture.  IT costs associated with steady state or maintenance activities are considered IT investments for OMB reporting purposes and must be reported on the Exhibit 53 and 300 reports as appropriate.

All major investments must identify the percentage of funding attributable to financial management functions (a description of financial functions is provided in Appendix B) and the percentage of funding attributable to IT Security activities (e.g., firewalls, PKI, password protection, etc.)  Percentages provided must be rounded to the nearest 1%.

The CIO reminds Departmental elements that they must adhere to the principles for incorporating and funding security as part of agency information technology investments.  This is necessary to ensure that these investments preserve the integrity, reliability, availability, and confidentiality of important information while maintaining their information systems.  The most effective way to protect information and systems is to incorporate security into the architecture of each.  This approach ensures that security supports agency business operations and that plans to fund and manage security are built into life-cycle budgets for information systems.  Hence, All Secretarial Officers will integrate cyber security into their capital planning process with cyber security costs reported for each information technology investment.   OMB guidance can be found in OMB Memorandum M-00-07, dated February 28, 2000.

Individual worksheets (by investment) for each  small/other investment Unlike previous years when small/other investments were aggregated prior to submission to the OCIO, starting this year each individual small/other investment will be entered by Program level organizations into I-TIPS. Please therefore complete worksheets for each investment by providing cost estimates for FY02, FY03, and FY04.  Include funding source information, percent financial, and percent IT security. A breakdown between development/modernization/enhancement and steady state is not required.

For investments supported by multiple organizations, the LPSO leading the effort is to submit a single consolidated worksheet (identifying all applicable planned costs).  To avoid double counting, all other organizations that contribute to a collaborative investment are not to submit worksheets for their portion of the investment.

For each worksheet provided (major, or small/all other), identify in which part of the Exhibit 53 report (described below) the project should be reported.

Part 1: IT Systems by Mission Area:  For each mission area, itemize each major IT investment by name and the total cost of all small/all other investments, limiting the   amount of IT estimates reported in aggregate as small/all other.  OMB has indicated that agencies should target having no more than 50% of the IT costs in a mission area included in the small/all other category.  Include IT investments that support more than one organization in the mission area with oversight over the investment. Include FTE costs in planned cost information.

Financial Management Mission Area 1: The definition of major investments for financial systems only is any investment that rounds to $1 million (i.e., costing more than $500,000 in one year).  Investments not considered major are small/other.  Only for investments identified as financial systems the number of government FTEs planned for the system should be included on the worksheet line provided.
Part 2.   IT Infrastructure and Office Automation: Report each major, IT investment separately.  Limit the amount of IT investment estimates reported in aggregate as small/all other. Include FTE costs in planned cost information. 

Report IT Security investments not directly tied to a mission area as an individual line item in Part 2 with a fully descriptive title for what it includes. 

Part 3.
   Enterprise Architecture and Planning: Report amounts for IT investments that support strategic management of IT operations (e.g., interoperability, architecture development, IT investment planning, procurement management, and policy). IT estimates should be identified by investment whenever possible, limiting the amount of IT estimates reported in aggregate as small/all other. Include FTE costs in planned cost information.

Part 4.
   Grants Management: Report amounts for IT investments that support grants management programs.  IT estimates should be identified by project whenever possible, limiting the amount of IT estimates reported in aggregate as small/all other. All investments identified as Grants Management are to be categorized as major and be reported on both Exhibit 53 and Exhibit 300. Include FTE costs in planned cost information.

ATTACHMENT 2

Information Technology (IT) Investment Cost Summary Planning Worksheet 
OMB Investment Number (Provided by the OCIO):    _________________________

Investment Name:                                                __________________                             
Investment Description:                                                                                                                                                                                                                                                                                                                                                                                                                           
Investment Location:                                                            

Investment Point of Contact:                                                             
Check One of the Following:

1. IM Systems by Mission Area 

Major System 
2. Infrastructure & Office Automation 










Financial Systems Number of FTEs _____


3. Architecture & Planning 

4. Grants Management 

Agency Strategic Goal supported by this investment (major investments only):

SMART Performance Goals/Measures FY03 & FY04 2 for each year (major investments only):

Complete the following Data on the System/Project Identified:
FY02

FY03

FY04
 FY04

FY04

 % Sec

% Fin

[image: image1.wmf]
System/Project Costs
  


- Dev/Mod/Enh


 _____

_____

_____



- Steady State


 _____

_____

_____



Subtotal Costs


             _____

_____

_____
    _____
_____

System/Project Funding Source(s) by Appropriation Code 

-Appropriation Code:                           _____

_____

_____



-Appropriation Code:                           _____

_____

_____



-Appropriation Code:                           _____

_____

_____



-Appropriation Code:                           _____

_____

_____



-Appropriation Code:                           _____

_____

_____



Subtotal Funding Source(s)

_____

_____

_____
    


Appendix A


FY 2004 Mission Areas List

1.
Financial Management 

2.
National Nuclear Security Administration 

3.
Energy Efficiency & Renewable Energy 

4.
Energy Information Administration 

5.
Environment, Safety & Health 

6.
Environmental Management 

7.
Fossil Energy 

8.
Other Corporate Management Investments

9.
Nuclear Energy 

10.
Civilian Radioactive Waste Management

11.
Science

12.
Security

13.
Power Marketing Administrations

Appendix B


EXCERPTS FROM


OMB CIRCULAR NO. A-11, Part 1 Chapter III, Exhibit 53

[NOTE:  As usual, OMB plans to publish an updated Circular A-11 in July 2002 for the FY 2004 budget cycle.  Therefore, the instructions below are subject to change.  Any changes made by OMB will be sent to DOE elements via e-mail as soon as they are available.]

53.3 Definitions.

For reporting purposes, agencies will use the following definitions.

Information technology, as defined by the Clinger-Cohen Act of 1996, sections 5002, 5141, and 5142, means any equipment or interconnected system or subsystem of equipment that is used in the automatic acquisition, storage, manipulation, management, movement, control, display, switching, interchange, transmission, or reception of data or information. For purposes of this definition, equipment is Aused@ by an agency whether the agency uses the equipment directly or it is used by a contractor under a contract with the agency which (1) requires the use of such equipment or (2) requires the use, to a significant extent, of such equipment in the performance of a service or the furnishing of a product. Information technology includes computers, ancillary equipment, software, firmware and similar procedures, services (including support services), and related resources. It does not include any equipment that is acquired by a Federal contractor incidental to a Federal contract.
An information system is a discrete set of information technology, data, and related resources, such as personnel, hardware, software, and associated information technology services organized for the collection, processing, maintenance, use, sharing, dissemination or disposition of information.

Financial management systems are financial systems and the financial portion of mixed systems that support the interrelationships and interdependencies between budget, cost and management functions, and the information associated with business activities. 

A financial system is an information system, comprised of one or more applications, that is used for any of the following:


collecting, processing, maintaining, transmitting, and reporting data about financial events;


supporting financial planning or budgeting activities;


accumulating and reporting cost information;


supporting the preparation of financial statements.

A financial system supports the processes necessary to record the financial consequences of events that occur as a result of business activities.  Such events include information related to the receipt of appropriations or resources, acquisition of goods or services; payment or collections, recognition of guarantees, benefits to be provided, or other potential liabilities or other reportable activities. 

A mixed system means an information system that supports both financial and non-financial functions of the Federal Government or components thereof.

A non-financial system means a system that supports management functions of the Federal Government or components thereof and does not record financial events or report financial information.

A Major IT system means a system that requires special management attention because of its importance to an agency mission; its high development, operating, or maintenance costs; or its significant role in the administration of agency programs, finances, property, or other resources…. Large infrastructure investments (e.g., major purchases of personal computers or local area network improvements) should also be evaluated against these criteria. All major systems or projects must be reported on Exhibit 53.  In addition, a "major" IT system is one reported on your "Capital Asset Plan and Business Case," Exhibit 300.  For the financial management mission area, "major" is any system that costs more than $500,000.  Additionally, if the project or initiative directly supports the President's Management Agenda Items, then the project meets the criteria of "high executive visibility".  Projects that are E-Government in nature or use e-business technologies must be identified as major projects regardless of the costs. Systems not considered "major" are "small/other."
[Note:  DOE has established a dollar threshold for major systems of $2 million or more in a year.  This is a change from the previous threshold from the FY 2003 cycle.  In addition, OMB has requested that DOE identify all E-Government and grants management IT investments as major.  Investments that meet this threshold OR the criteria described above must be identified as major thereby requiring an Exhibit 300 report.]

Small/other means all other small or individual projects that do not meet the criteria for “major” but is part of the agency=s overall IT Portfolio.

53.7 Organization of Exhibit 53 
Exhibit 53 has four major parts:

· Part 1.  IT systems by mission area

· Part 2.  IT infrastructure and office automation

· Part 3.  Enterprise architecture and planning

· Part 4.  Grants management

All report parts use the following common data elements:

Title means a definitive title that explains what the project or investment is entitled.

Development/modernization/enhancement means the program cost for new systems, changes or modifications to existing systems that improve capability or performance, changes mandated by the Congress or agency leadership, personnel costs for project management, and direct support. For each “major” IT system, this entry equals the sum of amounts reported for planning and full acquisition of that system in Exhibit 300.

Steady state means maintenance and operations costs at current capability and performance level including costs for personnel, maintenance of existing information systems, corrective software maintenance, voice and data communications maintenance, and replacement of broken IT equipment. This amount equals amounts reported for maintenance of IT systems reported in Exhibit 300 and is required for Amajor@ systems only.

Percentage financial means an estimated percentage of the total system budget authority associated with the financial components.  See the financial system definition for a description of financial functions.

Percentage IT security means an estimated percentage of the total investment for budget year associated with IT security for a specific project. [Note:  DOE has determined that in order to provide comprehensive reporting a minimum of 1% IT security costs must be identified for each investment reported on the Exhibit 53.]

Federal agencies must consider the following criteria to determine security costs for a specific IT investment:

The products, procedures, and personnel (Federal employees and contractors) that are primarily dedicated to or used for provision of IT security for the specific IT investment.  Do not include activities performed or funded by the agency Inspector General.  This includes the costs of: 

· risk assessment

· security planning and policy

· certification and accreditation

· specific management, operational, and technical security controls (to include access control systems as well as telecommunications and network security)

· authentication or cryptographic applications

· education, awareness, and training

· system reviews/evaluations (including security control testing and evaluation)

· oversight or compliance inspections

· development and maintenance of agency reports to OMB and corrective action plans as they pertain to the specific investment

· contingency planning and testing

· physical and environmental controls for hardware and software

· auditing and monitoring

· computer security investigations and forensics

· reviews, inspections, audits and other evaluations performed on contractor facilities and operations. 

Other than those costs included above, the products, procedures, and personnel (Federal employees and contractors) that have as an incidental or integral component, a quantifiable benefit to IT security for the specific IT investment.  This includes system configuration/change management control, personnel security, physical security, operations security, privacy training, program/system evaluations whose primary purpose is other than security; systems administrator functions; and, for example, system upgrades within which new features obviate the need for other standalone security controls.

Many agencies operate networks which provide some or all necessary security controls for the associated applications.  In such cases, the agency must nevertheless account for security costs for each of the application investments.  To avoid “double-counting” agencies should appropriately allocate the costs of the network for each of the applications for which security is provided.    

In identifying security costs, some agencies find it helpful to ask the following simple question, “If there were no threat, vulnerability, risk, or need to provide for continuity of operations, what activities would not be necessary and what costs would be avoided?”  

The OMB A-11, Section 53.7(b) defines Mission Area Systems as follows:
(b) Part 1. IT systems by mission area. Consistent with your agency=s strategic and annual performance plan, report amounts for IT investments that directly support an agency-designated mission area (e.g., human resource management, financial management, command and control).  Report each mission area in which IT systems, programs, projects, or initiatives are funded.  For each mission area, itemize each "major" and "small/other" systems.  To determine how many systems should be listed as either "major" or  "small"  in each mission area, use the rule that the greater percent of your IT expenditures should be identified within the major category.  For FY 2003, agencies identified an average of 52 percent of their total IT investments as "major projects".  Major projects should account for at least 60 percent of the IT investment portfolio for the FY04 reporting.    This is the performance goal to focus on achieving and increasing as agencies use capital planning and investment control processes to better manage information technology.  

You must have a mission area titled "Financial Management," and it must be reported as the first mission area.  Some systems support financial functions in addition to other functions.  If a system supports financial functions, you must include an estimated percentage of the total system obligations associated with the financial components.  See the financial system definition for a description of financial functions.  Systems that predominately support financial functions should be included in the first mission area, "Financial Management."  If the project reported is 100 percent financial, indicate 100 percent in the column.  For mixed systems or projects, indicate the appropriate percentage that is financial.  For those projects that are fully non-financial, enter zero.

The OMB A-11 Section 53.7(c) instructions defines IT Infrastructure & Office Automation as follows:









(c) Part 2.  IT infrastructure and office automation.  Report amounts for IT investments that support common user systems, communications, and computing infrastructure.  These investments usually involve multiple mission areas and might include general LAN/WAN, desktops, data centers, cross-cutting issues such as shared IT Security initiatives, and telecommunications.  Report each Amajor@ IT infrastructure system, program, project, or initiative separately. Report your IT Security initiatives and projects that are not directly tied to a mission area or project, on a separate line with a descriptive title for what the line includes. 

The OMB A-11 Section 53.7(d) instructions define Enterprise Architecture and Planning as follows:
(d) Part 3.  IT Enterprise Architecture and Planning.  Report amounts for IT investments that support strategic management of IT operations (e.g., Business Process Redesign, enterprise architecture development, IT investment planning, procurement management, and IT policy development and implementation).

The OMB A-11 Section 53.7(e) instructions define Grants Management as follows:
(e) Part 4.  Grants Management.  Report amounts for IT investments that represent planning, developing, enhancing or implementing a grants management system or portion thereof.  Agencies should highlight any grants system initiatives as defined by this section. [Note:  OMB has stated that all investments identified as Grants Management must be categorized as major and be reported on both Exhibit 53 and Exhibit 300.]
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